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1 Poznanie EBG19P

1.1  Witamy!

Dziekujemy za zakup routera ASUS EBG19P!

Router EBG19P zapewnia szybka, bezpieczna i skalowalna
sie¢, zwiekszong stabilnos¢ sieci dzieki facznosci Ethernet oraz
zapasowe facza internetowe dzieki dwém portom WAN/LAN i
jednemu portowi USB do obstugi operacji.

1.2 Zawartos¢ opakowania

1 EBG19P M Kabel RJ45

M Adapter zasilania M Naklejka z informacjami o
logowaniu lokalnym

M Instrukcja szybkiego [ Karta gwarancyjna

uruchomienia

UWAGI:

+ Jezeli ktérykolwiek z elementdéw jest uszkodzony lub brakuje go,
skontaktowac sie z firma ASUS celem uzyskania pomocy technicznej;
patrz Obstuge i Pomoc na tylnej stronie oktadki niniejszej instrukgji
obstugi.

« Zachowac oryginalne opakowanie na wypadek skorzystania w
przysztosci z ustug gwarancyjnych takich jak naprawa lub wymiana.



1.3 Przewodowy router

@ Podtacz zasilacz do portu DCIN.

® Gdy urzadzenie bedzie gotowe do uzytkowania, zaswieci sie
wskaznik LED zasilania.

Informacje o przyciskach i portach

usB v,

WAN
i

6 Dioda zasilania
Wylaczona: Brak zasilania.
Wiaczona: Urzadzenie jest gotowe.
Powolne miganie: Tryb ratunkowy.

Dioda LED alertu PoE

Wylaczona: Brak zasilania lub brak fizycznego potaczenia.

Wiaczona: Zasilanie jest dostarczane do urzadzenia podtaczonego do portu PoE+.
Przycisk RESET

Przycisk stuzy do przywracania domysinych ustawien systemu.

Port USB 3.2 Gen 1

Port te stuzg do podfaczy¢ urzadzenie zgodne z USB 3.2 Gen 1 takich jak dysk twardy
USB lub naped flash USB.

Port sieci WAN (Internet)
Stuzy do podtaczania kabla sieciowego w celu ustanowienia WAN potaczenia.

Porty sieci WAN / LAN (z PoE+)
Stuzy do podtaczania kabla sieciowego w celu ustanowienia WAN / LAN potaczenia.

Porty LAN (z PoE+)
Podtacz komputer do portu LAN za pomoca kabla sieciowego.

Gniazdo zasilania (DCIN)

Stuzy do podtaczenia wtyczki zasilacza pradu przemiennego wchodzacego w sktad
zestawu i podtgczenia routera do zasilacza.




Wskazniki LED portu Ethernet

Dioda LED szybkosci (Zielony) ~ Wskaznik LED Link/Act (bursztynowy)
. Pofaczenie 1Gbps / N

Potaczenie 1Gbps| Wi 100 Mbps / 10 Mbps Miganie

Potaczenie 100

Mbps / 10 Mbps WYL Brak ruchu Wi

Specyfikacje:

Zasilacz DC Wyjscie DC: +54 V oraz maks. natezenie 2,778 A
Temperatura robocza 0°C~40°C Przechowywanie 0°C~70°C
Wilgotnosc robocza 50%~90% | Przechowywanie 20%~90%




1.4 Usytuowanie routera

Aby zapewni¢ najlepsza jakos¢ korzystania z sieci, nalezy upewnic
sie, ze:
« Zawsze zaktualizowac oprogramowanie do najnowszej

wersji oprogramowania sprzetowego. Najnowsze informacje

dotyczace aktualizacji oprogramowania mozna uzyskac na
stronie internetowej ASUS pod adresem http://www.asus.com.



http://www.asus.com

1.5 Wymagania dotyczace instalacji

Do wykonania ustawien sieci potrzeba jednego lub dwéch

komputeréw, ktére spetniajg nastepujace wymagania systemowe:

« Port Ethernet RJ-45 (LAN) (10Base-T/100Base-
TX/1000BaseTX)

« Zainstalowana ustuga TCP/IP

Przegladarka sieci web, taka jak Internet Explorer, Firefox,
Safari lub Google Chrome

UWAGA: Kable Ethernet RJ-45 wykorzystywane do potaczenia z
urzadzeniami sieciowymi nie powinny by¢ dtuzsze niz 100 metrow.

1



1.6

Instalacja routera

WAZNE!

«  Przed skonfigurowaniem przewodowy router ASUS wykona¢
nastepujace czynnosci:

W przypadku zastepowania istniejacego routera odfaczy¢
router od sieci.

Odtaczy¢ kable/przewody od istniejacego modemu. Jezeli
modem ma baterie zasilania awaryjnego nalezy ja réwniez
wyciagnac.

Ponownie uruchomi¢ komputer (zalecane).

& OSTRZEZENIE!

« Przewody zasilajace nalezy podtacza¢ do gniazd elektrycznych

o odpowiednim uziemieniu. Urzadzenie nalezy podfaczy¢
wylacznie do znajdujacego sie w poblizu gniazda elektrycznego,
ktére jest fatwo dostepne.

Jesli uszkodzony zosatat zasilacz nie nalezy prébowac naprawiac
go samemu. Nalezy skontaktowac sie z wykwalifikowanym
technikiem serwisu lub ze sprzedawca.

NIE NALEZY przykrywac szczelin wentylacyjnych komputera
desktop PC, aby zapobiec przegrzaniu systemu.

« NIE NALEZY montowac¢ tego urzadzenia na wysokosci wiekszej

niz 2 metry.

Ten produkt nalezy uzywac¢ w miejscach o temperaturze
otoczenia w zakresie 0°C (32°F) do 40°C (104°F).



1.6.1 Potaczenie przewodowe

UWAGA: Do podtaczenia przewodowego mozna uzy¢ kabla prostego
lub skrosowanego.

4 rpodem ,
D-L_@ {]
O
— ¥ =

router

W celu wykonania ustawienia przewodowy router poprzez
potaczenie przewodowe:

1. Whozy¢ wtyczke zasilacza pradu przemiennego do gniazda
wejscia pradu statego i wtozy¢ zasilacz do gniazda sieciowego.

2. Uzywajac dofgczonego kabla sieciowego, podtaczy¢ komputer
do gniazda sieci lokalnej przewodowy router.

3. Uzywajac drugiego kabla sieciowego, podtagczy¢é modem do
gniazda sieci WAN przewodowy router.

4. Wtozyc¢ wtyczke zasilacza pradu przemiennego modemu do
gniazda wejscia pradu statego i wtozyc zasilacz do gniazda
sieciowego.

13



2 Ustawienia sprzetu
2.1 Logowanie do GUl web

Przewodowy router ASUS jest dostarczany z intuicyjnym GUI
(graphics user interface (graficzny interfejs uzytkownika)), ktory
umozliwia fatwg konfiguracje jego réznych funkcji poprzez
przegladarke sieci web, takg jak Microsoft Edge, Safari lub Google
Chrome.

UWAGA: Funkcje moga sie réznic¢ w zaleznosci od wersji
oprogramowania sprzetowego.

Nawiazywanie przewodowego potaczenia z siecia:
Aby zalogowac sie do GUI web:

1. W przegladarce sieci web, wprowadz http://expertwifi.net.

2. Nalezy wykonac instrukcje konfiguracji.


http://expertwifi.net

2.2 Automatyczne wykrywanie sieci WAN

Funkcja QIS (Quick Internet Setup (Szybkie ustawienia potaczenia
z Internetem)) pomaga w szybkim wykonaniu pofaczenia z
Internetem.

UWAGA: Podczas ustawiania potaczenia z Internetem pierwszy raz,
nacisnij i przytrzymaj przycisk Reset na przewodowy router w celu
przywrdcenia jego ustawien fabrycznych.

Automatyczne wykrywanie sieci WAN:

1. Aby uzy¢ QIS z autodetekcjg, i kliknij pozycje Create A New
Network (Utworz nowa siec).

SERES | BUSINESS )

Welcome to EBG19P

2. Kliknij przycisk Next (Dalej), aby zalogowac sie za pomoca
domyslnej nazwy uzytkownika i hasta.

Local LO-giﬂ St up Local Lagin nd password to prevent unauthorized access o
your ASUS networking device.
Usemame | Password

Settings

admin

Bl Use default Local Login Password

1) How to find Local Login Password

15



Usun zaznaczenie opcji Use default Local Login Password
(Uzyj domyslnego lokalnego hasta logowania) i wprowadz
nowa nazwe uzytkownika i hasto, a nastepnie kliknij przycisk
Next (Dalej).

Local LOQ"‘I et up Local Login username and password to prevent unauthorized access o
Your ASUS networking device.

Usemama | Password

Settings

admin

T How 12 find Loeal Login Password

3. Kliknij przycisk Firmware Upgrade (Aktualizacja
oprogramowania sprzetowego), aby zaktualizowac
oprogramowanie sprzetowe do najnowszej wersji lub kliknij
przycisk Cancel (Anuluj), aby zachowac biezaca wersje.

Firmware Upgrade ™ latest trmware fs availabia now. To mprove the system sMicisnc ¥, ASUS
highly recommand upgrading your firmware version

3006_102_44136-994573dc_349-958e80

Firmware Upgratde

UWAGA: Ten ekran pojawia sie tylko wtedy, gdy dostepna jest nowa
wersja oprogramowania sprzetowego.




3 Konfiguracja EBG19P
3.1 Adaptacyjna funkcja QoS

3.1.1 Monitor przepustowosci

Funkcja Bandwidth Monitor (Monitor przepustowosci) umozliwia
monitorowanie poziomu przepustowosci do operacji pobierania
i przesytania wykorzystywanej tacznie, jak i przez poszczegélnych
klientow.

Aby skorzystac z funkcji Bandwidth Monitor (Monitor
przepustowosci), przejdz do pozycji Settings (Ustawienia)

> Adaptive QoS (Adaptacyjny QoS) > Bandwidth Monitor
(Monitor przepustowosci).

0.01 ) 0.01 )

N
N

UWAGA: Aby uzyskac wiecej informacji, odwiedz https://www.asus.
com/support/faq/1008717.

17
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3.1.2 QoS

Funkcja QoS (ang. Quality of Service) odpowiada za przydzielanie

przepustowosci do priorytetowych zadan i aplikacji.

1. Adaptive QoS (Adaptacyjny QoS) odpowiada za
przydzielanie przepustowosci przychodzacej i wychodzacej w
przypadku potaczen przewodowych oraz bezprzewodowych
w ramach obstugi priorytetowych aplikacji i zadan za pomoca
wstepnie zdefiniowanych ustawien konfigurowanych metoda
przeciggania i upuszczania: gry, strumieniowe przesytanie
multimediéw, VolP, przegladanie Internetu i transfer plikow.

2. Traditional QoS (Tradycyjny QoS) odpowiada za
przydzielanie przepustowosci przychodzacej i wychodzacej w
przypadku potaczen przewodowych oraz bezprzewodowych
w ramach obstugi priorytetowych aplikacji i zadar za pomoca
parametréw definiowanych recznie przez uzytkownika.

3. Bandwidth Limiter (Ogranicznik przepustowosci) umozliwia
ustawienie limitéw szybkosci pobierania i przesytania.

-

299999

3.1.3 Historia stron sieci Web

Web History (Historia stron sieci Web) to strona, na ktorej
wyswietlana jest historia przegladania Internetu przez klienta.



3.1.4 Szybkos¢ Internetu

Ta ustuga jest zapewniana przez firme Ookla®. Umozliwia
wykrywanie szybkosci pobierania i przesytania z routera do
Internetu.

Kliknij przycisk GO (IDZ) aby wykonac test szybkosci potaczenia
internetowego, ktéry trwa ok. minuty.

e 915.98 610.63
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3.2 Administration (Administracja)

3.2.1 Operation Mode (Tryb dziatania)

Na stronie Operation Mode (Tryb dziatania) mozna wybrac
odpowiedni tryb sieci.

W celu skonfigurowania trybu dziatania:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia)
> Administration (Administracja) > Operation Mode (Tryb
dziatania).

2. Wybierz jeden z podanych trybdéw dziatania:

+ Wireless router mode / AiMesh Router mode (Default)
(Tryb routera bezprzewodowego / Tryb routera AiMesh)
(domysiny)): Tryb routera AiMesh to tradycyjny tryb z
obstuga funkgji AiMesh, ktory taczy sie z Internetem poprzez
PPPoE, DHCP, PPTP, L2TP lub statyczny adres IP i udostepnia
sie¢ bezprzewodowa klientom lub urzagdzeniom LAN. W tym
trybie domysInie wiaczone sg funkcje NAT, zapory sieciowe; i
serwera DHCP. Obstugiwana jest funkcja UPnP i dynamiczny
DNS dla uzytkownikéw SOHO i domowych.

+ AiMesh Node (Wezet AiMesh): Mozna dodac wezty AiMesh
w celu utworzenia systemu Wi-Fi AiMesh, tak aby zapewni¢
dodatkowy zasieg sieci Wi-Fi.

3. Kliknij przycisk Save (Zapisz).

UWAGA: Po zmianie trybu nastapi ponowne uruchomienie routera.

20



3.2.2 System

Na stronie System mozna skonfigurowac ustawienia przewodowy router.

W celu skonfigurowania ustawien System:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
Administration (Administracja) > System.

2. Mozna skonfigurowac nastepujace ustawienia:

- Change router login password (Zmien hasto logowania
routera): Hasto i nazwe logowania przewodowy router mozna
zmieni¢, wprowadzajac nowg nazwe i hasto.

« USB setting (Ustawienie USB): Mozna wtaczy¢ pozycje Enable HDD
Hibernation (Wtacz hibernacje dysku twardego) i zmieni¢ tryb USB.

- Time Zone (Strefa czasowa): Wybierz strefe czasowa sieci.

« NTP Server (Serwer NTP): Przewodowy router moze uzyskiwac
dostep do serwera NTP (Network time Protocol) w celu
synchronizacji godziny.

« Network Monitoring (Monitorowanie sieci): Mozna wtaczy¢
pozycje DNS Query (Zapytanie DNS) w celu zaznaczenia
opcji Resolve Hostname (Rozpoznaj nazwe hosta) i Resolved
IP Addresses (Rozpoznaj adres IP) lub wtaczy¢ pozycje Ping,

a nastepnie zaznaczy¢ opcje Ping Target (Ping do miejsca
docelowego).

« Auto Logout (Automatyczne wylogowanie): Mozna ustawic¢ czas
do automatycznego wylogowania.

- Enable WAN down browser redirect notice (Wiacz
powiadomienie o przekierowaniu przegladarki z informacja
o niedostepnosci WAN): Funkcja ta umozliwia wyswietlenie w
przegladarce strony z ostrzezeniem, gdy router nie jest potaczony
z Internetem. Po wylaczeniu tej pozycji strona z ostrzezeniem nie
bedzie wyswietlana.

- Enable Telnet (Wlacz ustugi Telnet): Kliknij pozycje Yes (Tak),
aby wiaczy¢ ustugi Telnet w sieci. Kliknij pozycje No (Nie), aby
wylaczy¢ ustugi Telnet.

« Authentication Method (Metoda uwierzytelniania): Jako
zabezpieczenie dostepu do routera mozna wybrac protokét HTTP,
HTTPS lub oba.

« Enable Reboot Scheduler (Wtacz harmonogram ponownego
uruchamiania): Po wtaczeniu tej pozycji mozna ustawic opcje
Date to Reboot (Data ponownego uruchomienia) i Time of Day to
Reboot (Pora dnia dla ponownego uruchomienia).

- Enable Web Access from WAN (Wiacz dostep do sieci Web
z sieci WAN): Wybierz pozycje Yes (Tak), aby urzadzenia spoza
sieci mogty uzyskiwac dostep do ustawien interfejsu graficznego
przewodowy router. Wybierz opcje No (Nie), aby uniemozliwic¢
dostep.

21
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3.

+ Enable Access Restrictions (Wlacz ograniczenia dostepu):
Kliknij pozycje Yes (Tak), jesli chcesz okresli¢ adresy IP urzadzen,
ktore moga uzyskiwac dostep do ustawien interfejsu graficznego
przewodowy router z sieci WAN/LAN.

« Service (Ustuga): Funkcja ta umozliwia skonfigurowanie pozycji
Enable Telnet (Wtacz Telnet)/Enable SSH (Wtacz SSH)/SSH Port
(Port SSH)/Allow Password Login (Zezwdl na logowanie z hastem)/
Authorized Keys (Autoryzowane klucze)/Idle Timeout (Limit czasu
bezczynnosci).

Kliknij przycisk Apply (Zastosuj).

3.2.3 Aktualizacja firmware

UWAGA: Pobierz najnowszy firmware ze strony sieci web ASUS, pod
adresem http://www.asus.com.

Aktualizacja firmware:

1.

3.

W panelu nawigacji przejdz do pozycji Settings (Ustawienia)
> Administration (Administracja) > Firmware Upgrade
(Uaktualnienie oprogramowania sprzetowego).

W polu New Firmware File (Nowy plik oprogramowania
sprzetowego) kliknij pozycje Browse (Przegladaj), aby
zlokalizowac¢ pobrany plik.

Kliknij Upload (Przeslij).

UWAGI:

Po ukoniczeniu procesu uaktualniania nalezy poczeka¢, az system
uruchomi sie ponownie.

Jedli aktualizacja nie powiedzie sie, przewodowy router automatycznie
przejdzie do trybu awaryjnego, lub zacznie wolno miga¢ wskaznik LED
zasilania na panelu przednim.

Aua Firmman Upgrads



http://www.asus.com

3.2.4 Przywracanie/zapisywanie/przesytanie ustawien

Aby przywrocic/zapisaé/przestac ustawienia:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia)
> Administration (Administracja) > Restore/Save/Upload
Setting (Przywrd¢/Zapisz/Zaladuj ustawienia).

2. Wybierz zadanie:

« Factory default (DomysIne ustawienia fabryczne):
Inicjowanie wszystkich ustawien i czyszczenie wszystkich
dziennikéw danych funkgji AiProtection, Traffic Analyzer
(Analizator ruchu) i Web History (Historia stron sieci Web).

+ Save setting (Zapisz ustawienia): Zaznacz to pole wyboru,
jesli chcesz udostepnic plik konfiguracji do debugowania. Z
uwagi na to, ze oryginalne hasto zostanie z pliku konfiguracji
usuniete, nie nalezy importowac tego pliku do routera.

« Restore setting (Ustawienia przywracania): Zataduj
ustawienia przywracania, ktére chcesz zastosowac.

WAZNE! W razie wystapienia problemu nalezy zatadowa¢ najnowsza

wersje oprogramowania sprzetowego i skonfigurowa¢ nowe ustawienia.

Nie nalezy przywracac ustawier domysinych routera.
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3.2.5 Raport

W celu skorzystania z funkcji Feedback (Raport):

1. W panelu nawigacyjnym przejdz do pozycji Settings
(Ustawienia) > Administration (Administracja) > Feedback
(Raport).

2. Aby uzyskac pomoc w rozwigzaniu problemu, wprowadz
nazwe regionu, adres e-mail, dodatkowe informacje do
debugowania, komentarze i sugestie oraz przeslij dziennik
routera.

WAZNE!
Opisz szczegdtowo problem, aby szybko uzyskac odpowiedz.

«  Zaakceptuj Polityke prywatnosci firmy ASUS.



3.2.6 Prywatnos¢

1. W przypadku powiazania kont, DDNS i potaczenia
zdalnego (aplikacja ASUS Router/aplikacja Lyra/AiCloud/
AiDisk):

Nalezy pamieta¢, ze za posrednictwem powyzszych funkgji

firmy ASUS gromadzone s3 takie informacje, jak nazwa modelu

produktu, wersja oprogramowania sprzetowego, stan potaczenia z

Internetem, adres IP, adres MAC i nazwa DDNS.

Aby wytaczy¢ udostepnianie tych informacji za posrednictwem

funkcji firmy ASUS, nalezy klikng¢ ponizszg pozycje Withdraw

(Wycofaj zgode). Nalezy jednak pamietac, ze po zaprzestaniu

udostepniania informacji firmie ASUS funkcje te moga nie dziatac.

WAZNE!

Klikniecie pozycji Withdraw (Wycofaj zgode) bedzie powodem

ponlzszych zmian:
Na routerze nie zostanie zachowana aktualnie uzywana nazwa
DDNS.
Z aplikacji ASUS Router, Lyra, AiCloud, AiDisk bedzie mozna
korzystac tylko wtedy, gdy urzadzenie bedzie potaczone z tg
sama siecig LAN co router.

2. Zasady ochrony prywatnosci firmy ASUS (w przypadku
uaktualniania oprogramowania sprzetowego/
zabezpieczen):

Nalezy pamieta¢, ze w celach zwiagzanych z uaktualnianiem

oprogramowania sprzetowego/zabezpieczen router ASUS bedzie

gromadzit informacje uzytkownika. Aby wytaczy¢ udostepnianie
tych informacji routerowi ASUS, nalezy klikng¢ ponizsza pozycje

Withdraw (Wycofaj zgode).

WAZNE! Klikniecie pozycji Withdraw (Wycofaj zgode) moze
poskutkowac niepowodzeniem uaktualnienia oprogramowania
sprzetowego do najnowszej wersji i zapewnienia najnowoczesniejszej
ochrony routera ASUS. Jednakze w celu odpowiedniego zabezpieczenia
routera i zapewnienia zgodnosci z przepisami nadal automatycznie
pobierane i instalowane beda aktualizacje zawierajace rozwiagzania
waznych probleméw z bezpieczeristwem lub spetniajgce wymogi
prawne/regulacyjne.
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3.3 AiMesh

3.3.1 Konfiguracja systemu ExpertWiFi AiMesh

Aby zbudowac system ExpertWiFi AiMesh, nalezy skonfigurowa¢

jego ustawienia.

Aby skonfigurowac ustawienia systemu ExpertWiFi AiMesh:

1. W panelu nawigacyjnym przejdz do pozycji AiMesh >
Topology (Topologia).

2. Mozna klikna¢ dolna cze$¢ pozycji Set up as AiMesh Node
(Skonfiguruj jako wezet AiMesh), aby dodac urzadzenia
ExpertWiFi pod kontrole routera EBG19P.

I | DRSS ) ExpertWiF EBG 195

3. Przejdz do pozycji AiMesh > System Settings (Ustawienia
Systemowe), aby wigczy¢ lub wytaczy¢ pozycje AiMesh
node Ethernet auto setup (Automatyczna konfiguracja
sieci Ethernet dla wezta AiMesh), Ethernet Backhaul Mode
(Tryb sieci Ethernet typu backhaul), skonfigurowa¢ pozycje
Roaming Block List (Lista blokady roamingu), System Reset
to Factory Default (Przywracanie domysinych ustawien
fabrycznych systemu) [ub System Reset (Resetowanie
systemu).

E.. Y " )
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3.3.2 Zarzadzanie klientami sieci

W celu zarzadzania klientami sieci:
1. W panelu nawigacyjnym przejdz do pozycji AiMesh >
Topology (Topologia).

2. Wybierz ikone Clients (Klienci), aby wyswietli¢ takie informacje
o kliencie sieci, jak nazwa klienta, adres MACi IP.

3. Przesuwajac suwak do pozycji OFF (WYL.), mozna zablokowac
dostep klienta do sieci, wytaczy¢ jego harmonogram lub
wylaczy¢ powigzanie adresow MAC i IP.

4. Po zakonczeniu kliknij Apply (Zastosuj).
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3.4 AiProtection

Funkcja AiProtection zapewnia monitorowanie w czasie
rzeczywistym, ktére umozliwia wykrywanie ztosliwego
oprogramowania, programéw szpiegujacych oraz niechcianego
dostepu. Filtruje ona takze niechciane witryny i aplikacje, a takze
umozliwia ustalenie harmonogramu dostepu do Internetu przez
pofaczone urzadzenie.

3.4.1 Network Protection

Funkcja Network Protection (Ochrona sieci) zapobiega
wykorzystywaniu luk w sieci oraz zabezpiecza przed niechcianym
dostepem do sieci.

W celu oceny zabezpieczen routera:
1. W panelu nawigacji przejdz kolejno do pozycji AiProtection.

2. Kliknij pozycje Router Security Assessment (Ocena
zabezpieczen routera), aby wyswietli¢ wyniki oceny
zabezpieczen.

AiProtection &




ROUTER SECURITY ASSESSMENT

Scan your router to find vulnerabilities and offer available options to enhance your devices protection

ault rou me and Wiselass password strength check e
A e | 5o |
WAN / LAN
Wireless encryption enabled m WPS Disabled “
UPRP service disabled B oMz disabled El
Port trigger disabled Port forwarding disabled “
Web access from WAN disabled PING from WAN disabled “
Anonymaous login to FTP share Disable guest login for Network Place “
disabled Share
AiProtection
Maliious Website Blocking enabled IS vulnerability Protection enabled \'7!='_-".}.—'-

Infected Device Prevention and
Biocking

WAZNE! Stan pozycji z oznaczeniem Yes (Tak) na stronie ROUTER
SECURITY ASSESSMENT (OCENA ZABEZPIECZEN ROUTERA) uwaza
sie za bezpieczny. W przypadku pozycji z oznaczeniem No (Nie)
zalecana jest odpowiednia konfiguracja.

3. (Opcjonalnie) Na stronie ROUTER SECURITY ASSESSMENT
(OCENA ZABEZPIECZEN ROUTERA) skonfiguruj recznie
pozycje z oznaczeniem No (Nie). Aby to zrobic:

a. Kliknij pozycje.

UWAGA: Po kliknieciu pozycji w narzedziu wyswietlona zostanie strona
ustawien pozycji.

b. Na stronie ustawien zabezpieczen danej pozycji wykonaj
konfiguracje i wprowadz wymagane zmiany, a po
zakonczeniu kliknij przycisk Apply (Zastosuj).

c. Wr6¢ na strone ROUTER SECURITY ASSESSMENT (OCENA
ZABEZPIECZEN ROUTERA) i kliknij przycisk Close
(Zamknij), aby zamknac strone.

4. W celu automatycznej konfiguracji ustawien zabezpieczen

kliknij przycisk Secure Your Router (Zabezpiecz swoj router).

5. Po wyswietleniu komunikatu kliknij przycisk OK.
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W celu wiaczenia ochrony sieci:
1. W panelu nawigacji przejdz kolejno do pozycji AiProtection.

2. Wybierz typ ochrony, jaki chcesz zastosowac i wigcz go za
pomoca przetacznika. Do wyboru sg nastepujace opcje:
Malicious Sites Blocking, Two-Way IPS (Blokowanie
niebezpiecznych witryn, Dwukierunkowy system IPS) oraz
Infected Device Prevention and Blocking (Wykrywanie i
blokowanie zainfekowanych urzadzen).

Blokowanie niebezpiecznych witryn

Funkcja ta ogranicza dostep do znanych niebezpiecznych
witryn w celu zabezpieczenia sieci przed ztosliwym
oprogramowaniem, phishingiem, spamem,
oprogramowaniem reklamowym, oprogramowaniem
wymuszajacym okup i atakami hakerskimi.

Dwukierunkowy system IPS

Funkcja Two-Way IPS (Dwukierunkowy system IPS) (ang.
Intrusion Prevention System) chroni pofgczone urzadzenia
przed spamem i atakami typu DDoS. Blokuje ona takze
ztodliwe pakiety przychodzace, zapobiegajac atakom na luki

w zabezpieczeniach sieci routera, takim jak Shellshocked,
Heartbleed, Bitcoin Mining czy oprogramowanie wymuszajace
okup. Dodatkowo funkcja Two-Way IPS (Dwukierunkowy
system IPS) wykrywa podejrzane pakiety wychodzace z
zainfekowanych urzadzen i zapobiega atakom botnetow.

Wykrywanie i blokowanie zainfekowanych urzadzen

Funkcja ta zapobiega zniewalaniu zainfekowanych urzadzen
przez botnety, a takze atakom komputeréw zombie, w
wyniku ktérych moze dojs¢ do kradziezy danych osobowych
lub atakoéw na inne urzadzenia.

3. Zaakceptuj Trend Micro End User License Agreement (Umowe
licencyjna uzytkownika oprogramowania firmy Trend Micro).
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3.5 Pulpit nawigacyjny

Pozycja Dashboard (Pulpit nawigacyjny) umozliwia zarzadzanie
takimi ustawieniami sieci, jak potaczenie internetowe, potaczenie
z klientem, testy wydajnosci DNS, stan systemu, port Ethernet i
monitor ruchu.

Qis

(Quick Internet Setup)

Model Name

Command Buttons

Io 1 Jo 1 o fo 1 1+ Iqfiee

RS | BUSINESS )l :a-:.u-snl bl T CE )

Dashboard [0 ©

Dashboard Information

wt () Mebsce () Esgsen

Navigation
Panel
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3.6 Kontrola dostepu do urzadzenia

3.6.1 Filtry sieci Web i aplikacji

Funkcja Web & Apps Filters (Filtry sieci Web i aplikacji) umozliwia
blokowanie dostepu do niechcianych stron internetowych i
aplikacji.

W celu korzystania z funkcji Web & Apps Filters (Filtry sieci
Web i aplikacji):

1.

W panelu nawigacji przejdz kolejno do pozycji Settings
(Ustawienia) > Device access control (Kontrola dostepu
do urzadzenia) > Web & Apps Filters (Filtry sieci Web i
aplikacji).

Przesun suwak do pozycji ON (WL.), aby wigczy¢ funkcje Web
& Apps Filters (Filtry sieci Web i aplikacji).

. W kolumnie Client Name (Nazwa klienta) wybierz klienta,

w przypadku ktérego chcesz kontrolowa¢ korzystanie z sieci.
Nazwe klienta mozna zmieni¢ na liscie klientéw mapy sieci.

Zaznacz niechciane kategorie zawartosci.

Kliknij @ w celu dodania reguty, a nastepnie kliknij przycisk
Apply (Zastosuj).

Aby wytaczy¢ tymczasowo regute, usun jej zaznaczenie.

P —




3.6.2 Ustalanie harmonogramu

Funkcja Time Scheduling (Ustalanie harmonogramu) umozliwia
zaplanowanie czasu dostepu do Internetu przez okreslone
urzadzenia.

W celu korzystania z funkcji Time Scheduling (Ustalanie

harmonogramu):

1. W panelu nawigacji przejdz kolejno do pozycji Settings
(Ustawienia) > Device access control (Kontrola dostepu do

urzadzenia) > Time Scheduling (Ustalanie harmonogramu).

2. Przesun suwak do pozycji ON (WL.), aby wigczy¢ funkcje
Enable Time Scheduling (Wkacz ustalanie harmonogramu).

3. W kolumnie Client Name (Nazwa klienta) wprowadz lub
wybierz z listy rozwijanej nazwe klienta.

4. Kliknij @ w celu dodania profilu klienta.
5. Kliknij przycisk Apply (Zastosuj), aby zapisac ustawienia.

33



34

3.7 Zapora

3.7.1 Ogdlne

Przewodowy router moze petnic funkcje zapory sprzetowej w
sieci.

UWAGA: Funkcja Firewall (Zapora) jest domysInie wigczona.

W celu skonfigurowania podstawowych ustawien pozycji
Firewall (Zapora):

1.

2.

W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
Firewall (Zapora) > General (Ogéine).

W polu Enable Firewall (Wiacz zapore) zaznacz pozycje Yes
(Tak).

. W pozycji Enable DoS protection (Wtacz ochrone przed

atakami typu DoS) zaznacz pozycje Yes (Tak), aby zapewnic¢
ochrone sieci przed atakami typu,odmowa ustugi” (DoS, Denial
of Service), chociaz moze to mie¢ wptyw na wydajnos¢ routera.

. Mozna takze monitorowa¢ wymiane pakietéw miedzy

pofaczeniami w sieci LAN i WAN. W pozycji Logged packets
type (Typ zarejestrowanych pakietdw) wybierz opcje Dropped
(Porzucone), Accepted (Zaakceptowane) lub Both (Oba).

. Kliknij przycisk Apply (Zastosuj).



3.7.2 Filtr adresow URL

Mozna okresli¢ stowa kluczowe lub adresy sieci Web, aby
uniemozliwi¢ dostep do pewnych adreséw URL.

UWAGA: Pozycja URL Filter (Filtr adreséw URL) zalezy od zapytania DNS.
Jesli klient sieciowy uzyskat juz dostep do witryny sieci Web, np. http://
www.abcxxx.com, witryna ta nie zostanie zablokowana (odwiedzone
wczesniej witryny sieci Web sg zapisywane w pamieci podrecznej DNS).
Aby rozwigzac ten problem, nalezy wyczysci¢ pamie¢ podreczng DNS
przed skonfigurowaniem pozycji URL Filter (Filtr adreséw URL).

W celu skonfigurowania filtra adreséw URL:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
Firewall (Zapora) > URL Filter (Filtr adresow URL).

2. W polu Enable URL Filter (Wiacz filtr adreséw URL) wybierz
pozycje Enabled (Wkaczono).

3. Wprowadz adres URL i kliknij przycisk @.
4. Kliknij przycisk Apply (Zastosuj).
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3.7.3 Filtr stow kluczowych

Filtr stow kluczowych blokuje dostep do stron sieci Web
zawierajacych okreslone stowa kluczowe.

W celu skonfigurowania filtra stow kluczowych:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
Firewall (Zapora) > Keyword Filter (Filtr stow kluczowych).

2. W polu Enable Keyword Filter (Wiacz filtr stéw kluczowych)
wybierz pozycje Enabled (Wtaczono).

3. Wprowadz stowo lub wyrazenie i kliknij przycisk @.
4. Kliknij przycisk Apply (Zastosuj).

UWAGI:

+ Pozycja Keyword Filter (Filtr stéw kluczowych) zalezy od zapytania
DNS. Jesli klient sieciowy uzyskat juz dostep do witryny sieci Web,
np. http://www.abcxxx.com, witryna ta nie zostanie zablokowana
(odwiedzone wczesniej witryny sieci Web sa zapisywane w pamieci
podrecznej DNS). Aby rozwigzac ten problem, nalezy wyczysci¢
pamie¢ podreczng DNS przed skonfigurowaniem pozycji Keyword
Filter (Filtr stéw kluczowych).

+ Nie mozna filtrowac stron sieci Web skompresowanych za pomoca
kompresji protokotu HTTP. Przy uzyciu filtra stéw kluczowych nie
mozna takze blokowac stron HTTPS.


http://www.abcxxx.com

3.7.4 Network Services Filter (Filtr ustug sieciowych)

Za pomocg pozycji Network Services Filter (Filtr ustug sieciowych)
blokowana jest wymiana pakietéw z sieci LAN do sieci WAN oraz
ograniczany jest dostep klientow sieciowych do okreslonych ustug
sieci Web, takich jak Telnet lub FTP.

W celu skonfigurowania filtra ustug sieciowych:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia)
> Firewall (Zapora) > Network Service Filter (Filtr ustug
sieciowych).

2. W polu Enable Network Services Filter (Wiacz filtr ustug
sieciowych) zaznacz pozycje Yes (Tak).

3. Wybierz opcje dla pozycji Filter table type (Typ tabeli filtrow).
Pozycja Deny List (Lista niedozwolonych) umozliwia
blokowanie okreslonych ustug sieciowych. Pozycja Allow
List (Lista dozwolonych) umozliwia ograniczenie dostepu do
okreslonych ustug sieciowych.

4, Okresl przedziaty czasu i dni, w ktore filtry maja byc¢ aktywne.

5. Aby okresli¢, ktdre ustugi sieciowe maja by¢ filtrowane,
wprowadz wartosci dla pozycji Source IP (Adres IP zrodta),
Destination IP (Docelowy adres IP), Port Range (Zakres portu) i
Protocol (Protokot). Kliknij przycisk .

6. Kliknij przycisk Apply (Zastosuj).

37



38

3.8 IPv6 (Protokot IPv6)

Niniejszy przewodowy router obstuguje adresowanie IPv6, system
obstugujacy wiecej adresow IP. W celu sprawdzenia, czy dana
ustuga internetowa obstuguje protokot IPv6 nalezy skontaktowac
sie z ustugodawcg internetowym.

,,,,,,

W celu skonfigurowania protokotu IPvé:

1.

W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
IPv6 (Protokot IPv6).

Wybierz opcje dla pozycji Connection Type (Typ potaczenia).
Opcje konfiguracji réznia sie w zaleznosci od wybranego typu
pofaczenia.

Wprowadz ustawienia sieci LAN i DNS dla protokotu IPv6.

4. Kliknij przycisk Apply (Zastosuj).

UWAGI:

W celu uzyskania okreslonych informacji dotyczacych protokotu
IPv6 dla danej ustugi internetowej nalezy skontaktowac sie z
ustugodawca internetowym.

Aby uzyska¢ wiecej informacji, odwiedz https://www.asus.com/
support/FAQ/113990.



https://www.asus.com/support/FAQ/113990
https://www.asus.com/support/FAQ/113990

3.9 LAN (Sie¢LAN)

3.9.1 LAN IP (Adres IP sieci LAN)

Na ekranie LAN IP (Adres IP sieci LAN) mozna modyfikowac
ustawienia adresu IP sieci LAN przewodowy router.

UWAGA: Wszelkie zmiany adresu IP sieci LAN zostang odzwierciedlone
w ustawieniach DHCP.

Ganlagens s LaN selling ul ESETOR,

s

W celu zmodyfikowania ustawien adresu IP sieci LAN:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
LAN (Sie¢ LAN) > LAN IP (Adres IP sieci LAN).

2. Zmodyfikuj pozycje IP address (Adres IP) i Subnet Mask
(Maska podsieci).

3. Po zakonczeniu kliknij przycisk Apply (Zastosuj).
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3.9.2 DHCP Server (Serwer DHCP)

DHCP (ang. Dynamic Host Configuration Protocol) to protokét
automatycznej konfiguracji stosowany w sieciach IP. Serwer DHCP
moze przypisac adres IP do kazdego klienta i przekaza¢ mu adres
IP serwera DNS oraz adres IP domyslnej bramy.

W celu wykonania ustawien serwera DHCP:

1.

W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
LAN (Sie¢ LAN) > DHCP Server (Serwer DHCP).

W polu Enable the DHCP Server (Wtaczy¢ serwer DHCP)
zaznacz Yes (Tak).

. W polu tekstowym Domain Name (Nazwa domeny)

wprowadz nazwe domeny przewodowy router.

W polu IP Pool Starting Address (Adres poczatkowy zakresu
IP) wprowadz adres poczatkowy IP.

W polu IP Pool Ending Address (Adres konicowy zakresu IP)
wprowadz adres koncowy IP.

W polu Lease Time (Czas dzierzawy) wprowadz czas
zakonczenia waznosci adreséw IP, po czym router
bezprzewodowy automatycznie przydzieli nowe adresy IP
klientom sieci.



UWAGI:

Podczas okreslania zakresu adreséw IP zalecane jest stosowanie
formatu adreséw IP: 192.168.1.xxx (xxx moze by¢ dowolng liczbag
pomiedzy 2 a 254).

Pozycja IP Pool Starting Address (Adres poczatkowy zakresu IP)
nie powinna by¢ wyzsza niz pozycja IP Pool Ending Address (Adres
koncowy zakresu IP).

W czesci DNS and WINS Server Settings (Ustawienia serwera
DNS i WINS) wprowadz w razie potrzeby adres IP serwera DNS
i WINS.

Przewodowy router moze takze recznie przypisywac adresy
IP urzadzeniom w sieci. W polu Enable Manual Assignment
(Wkacz przypisywanie reczne) wybierz opcje Yes (Tak), aby
przypisac adres IP do okreslonych adresow MAC w sieci. W
celu recznego przypisywania do listy DHCP mozna doda¢
maksymalnie 32 adresy MAC.
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3.9.3 Route (Trasa)

Funkcja ta umozliwia dodawanie do routera regut rozsyfania. Jest
przydatna w przypadku potaczenia kilku routeréw za urzadzeniem
EBG19P w celu wspotdzielenia tego samego potaczenia
internetowego.

W celu skonfigurowania tabeli routingu sieci LAN:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
LAN (Sie¢ LAN) > Route (Trasa).

2. W polu Enable static routes (Wacz trasy statyczne) zaznacz
pozycje Yes (Tak).

3. W obszarze Static Route List (Lista tras statycznych)
wprowadz informacje o sieci dotyczace innych punktéw
dostepowych lub weztéw. Kliknij przycisk Add (Dodaj) @
lub Delete (Usun) © w celu dodania urzadzenia do listy lub
usuniecia go z niej.

4. Kliknij przycisk Apply (Zastosuj).



3.94 IPTV

Przewodowy router obstuguje potaczenia z ustugami IPTV
udostepniane przez ustugodawce internetowego lub sie¢ LAN.
Zaktadka IPTV zawiera ustawienia konieczne do konfiguragji
pozycji IPTV, VoIP, multiemisji i UDP dla danej ustugi. W celu
uzyskania konkretnych informacji dotyczacych ustugi nalezy
skontaktowac sie z ustugodawcg internetowym.

......

3.9.5 Przelaczanie sterowania

Pozycja ta umozliwia skonfigurowanie routera w celu obstugi
funkcji przetagczania sterowania. Mozliwe jest potaczenie dwéch
portow LAN 1 Gb/s w celu uzyskania szybkosci potaczenia
przewodowego siegajacej 2 Gb/s dzieki powiazaniu ze zgodnym
serwerem NAS lub innym urzadzeniem sieciowym o duzej
przepustowosci.

UWAGI:

Aby moc korzystac z protokotu LACP (ang. Link Aggregation Control
Protocol), urzadzenia muszg obstugiwac protokét [EEE 802.3ad.

Funkcje agregacji portéw LAN mozna zastosowad, parujac port LAN3
z portem LAN2.
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3.9.6 VLAN

VLAN (ang. Virtual Local Area Network) to sie¢ logiczna utworzona
w ramach wiekszej sieci fizycznej. Sieci VLAN umozliwiajg
segmentacje sieci na mniejsze wirtualne podsieci, ktére moga
stuzyc¢ do izolowania ruchu i zwiekszenia wydajnosci sieci.

W celu konfiguracji sieci VLAN:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
LAN (Sie¢ LAN) > VLAN.

2. Kliknij karte Profile (Profil), a nastepnie @ w celu utworzenia
profilu VLAN. Mozesz ustawi¢ wiasny identyfikator sieci VLAN.

3. Pozycja Port isolation (Izolacja portow) umozliwia
ograniczenie prawa dostepu réznych urzadzen w danej sieci
VLAN. Tutaj tworzona jest sie¢,VLAN-only-Network’, czyli siec¢ z
VID, ale bez DHCP.

vvvvvv

4. Kliknij karte VLAN, aby wybrac port o okreslonym profilu i
trybie Trunk (Magistrala)/Access (Dostep).
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UWAGI: Mozna wybrac jeden z ponizszych trybdéw domyslnych:

Tryb All (Default) (Wszystko (domysIny))zezwala na dostep
wszystkich oznaczonych i nieoznaczonych pakietéw.

Tryb Access (Dostep) zezwala na dostep wybranych sieci
SDN(VLAN). Mozna wybrac¢ profile utworzone w pozycji Guest
Network pro (Profesjonalna sie¢ goscinna) lub VLAN.

Tryb Trunk (Magistrala):

- Allow all tagged (Zezwalaj na wszystkie oznaczone):
Zezwalanie na dostep tylko oznaczonych pakietéw.

- With selected SDN(VLAN) (Z wybrana siecia SDN(VLAN)):
Zezwalanie na dostep tylko wybranej sieci SDN lub VLAN.

5. Po zakonczeniu kliknij Apply (Zastosuj).

UWAGA: Aby uzyskac¢ wiecej informacji, odwiedz https://www.asus.

com/support/FAQ/1049415/.
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3.10 Narzedzia sieciowe
W celu skorzystania z narzedzi sieciowych nalezy w panelu

nawigacyjnym przejs¢ do pozycji Settings (Ustawienia) >
Network Tools (Narzedzia sieciowe).

3.10.1 Analiza sieci

Wysytanie pakietéw ICMP ECHO_REQUEST do hostow w sieci.

3.10.2 Netstat

Wyswietlanie szczegétowych informacji o sieci.

3.10.3 Wake on LAN

Funkcja WOL (ang. Wake-On-LAN) umozliwia wznawianie dziatania
komputera za pomocg innego urzadzenia w sieci.

3.10.4 Reguta inteligentnego faczenia

Konfiguracja ustawien funkgji inteligentnego faczenia.



3.11 Sie¢ programowalna

Sie¢ SDN (ang. Self-Defined Network) zapewnia maks. pie¢
identyfikatorow SSID w celu wyodrebnienia urzadzen i nadania im
priorytetu w zaleznosci od zastosowania w firmie i alternatywnych
sieci, co umozliwia tworzenie segmentdw sieci dla pracownikoéw,
portali goscinnych, sieci goscinnych, harmonogramow sieci, sieci
loT i sieci VPN.

WAZNE! Aby udostepni¢ funkcje Wi-Fi, nalezy z siecig AiMesh routera
EBG19P zintegrowac bezprzewodowy punkt dostepowy (AP), taki jak
ExpertWiFi EBA63 lub router, taki jak ExpertWiFi EBR63 lub ExpertWiFi
EBM68.

W celu utworzenia sieci Self-Defined Network (Sie¢
programowalna):

1. W panelu nawigacyjnym przejdz do pozycji Self-Defined
Network (Sie¢ programowalna).

2. Wybierz zdefiniowang sie¢, ktéra jest odpowiednia dla
okreslonego zastosowania.

B

B e
i
e
s IS
S e
q Scenarios Explorer

b Customized Network
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3.11.1 Pracownicy

Umozliwia okres$lenie poziomu dostepu dla réznych
uzytkownikow w celu zwigkszenia bezpieczenstwa sieci. Zalecana
w przypadku biur, ktére przypisujg dziatom r6zne uprawnienia.

Employee °

Apply

3.11.2 Portal goscinny

Umozliwia utworzenie portalu goscinnego dla marketingu
cyfrowego. Zalecana w restauracjach, hotelach lub food truckach.

Guest Portal °

[ e rendand agre o e
Teme. of Sevvice

.Tf’ \

)

More Confg

Appy



3.11.3 Sie¢ goscinna

Zapewnia zaplanowany lub jednorazowy dostep do sieci dla
tymczasowych uzytkownikéw. Zalecana w centrach handlowych,
sitowniach lub dla gosci.

Guest Network e

3.11.4 Sie¢ zharmonogramem

Planowanie czasu, w jakim sie¢ bezprzewodowa bedzie dostepna
w trybie online, w przedziale dnia lub tygodnia. Zalecana w
przypadku nauczania zdalnego, lekgji szkolnych lub uzytkowania

przez dzieci.
Scheduled Network ©
=
[ o]
EEXDAY L o] 3]
17:00 - 21:00
— P
16:00 - 22:00
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3.11.5Siec loT

Umozliwia tatwe skonfigurowanie odrebnej sieci dla urzadzen
loT. Zalecana w przypadku urzadzen do monitoringu, asystentéw
gtosowych, oswietlenia, wizjeréw z kamerg, inteligentnych
zamkow elektronicznych i czujnikdw..

loT Network

3.11.6 Sie¢ VPN

Umozliwia nawigzanie bezpiecznego potaczenia internetowego
przy uzyciu VPN.

VPN Network o




3.11.7 Eksplorator scenariuszy

W razie watpliwosci, ktora sie¢ utworzy¢, mozna wybrac zakres
odpowiadajacy wiasnym preferencjom dotyczacym tworzonej
sieci.

& HACK
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3.11.8 Sie¢ niestandardowa

Umozliwia wybranie opcji personalizacji sieci.

Customized Network



3.12 System Log (Dziennik systemu)

W pozycji System Log (Dziennik systemu) znajduje sie lista
zarejestrowanych aktywnosci w sieci.

UWAGA: Po ponownym uruchomieniu lub wytaczeniu routera dziennik
systemu jest resetowany.

W celu wyswietlenia dziennika systemu:
1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
System Log (Dziennik systemu).

2. Aktywnosci w sieci mozna sprawdzi¢ na dowolnej z ponizszych
zaktadek:

+ Dziennik og6lny

+ Dzierzawy DHCP

+ Przekierowanie portéw
« Tabela routingu

« IPv6
+ Pofaczenia
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3.13 Monitor ruchu

3.13.1 Analizator ruchu

Aby skorzystac z analizatora ruchu:
1. Wiacz pozycje ACTIVATE (AKTYWU)).

2. Wybierz ostatnig date do wyswietlenia, a z listy rozwijanej
Show by (Pokaz wedtug) wybierz monitorowanie ruchu
sieciowego codziennie, co tydzien lub co miesiac.

3. Wyswietlonych zostanie pieciu gtéwnych klientéw, pie¢
gtéwnych aplikacji, urzadzenia, status klienta i analiza aplikacji.

Statistic
AcTivaTE @D Lastaste: 0124/202¢4 O Shewby Daily
TOP 5 CLIENTS TOP 5 APPS

Mo data in table. Mo data in table.



3.14 Aplikacja USB

3.14.1 Media Server (Serwer multimediow)

Pozycja Media server (Serwer multimediéw) umozliwia
skonfigurowanie serwera iTunes i UPnP.

Wmtwork Fiace (Samibs) Shars [ Cloud Disk PR Shwew Metmmrk Rrintar Servar USB Moden

FTunas Sarvar

W celu wyswietlenia strony ustawiert Media Server (Serwer
multimediéw) przejdz do pozycji Settings (Ustawienia) >
USB Application (Aplikacja USB) > Media Server (Serwer
multimediow).
Nalezy zapoznac sie z ponizszymi opisami pol:

« Enable iTunes Server (Wlaczy¢ serwer iTunes): Wybierz

pozycje ON/OFF (WL./WYL.) w celu wigczenia/wytaczenia
serwera iTunes.

+ Enable UPnP Media Server (Wlacz serwer multimediow
UPnP): Wybierz pozycje ON/OFF (WL./WYL.) w celu
wiaczenia/wytgczenia serwera multimediéw UPnP.

+ Media Server Name (Nazwa serwera multimediow):
Wprowadzanie nazwy serwera multimediow.

+ Media Server Path Setting (Ustawienia Sciezki serwera
multimediow): Wybierz opcje All Disks Shared (Wszystkie
dyski zostaly udostepnione) lub Manual Media Server Path
(Reczne ustawienia Sciezki serwera multimediow).

Po zakonczeniu kliknij Apply (Zastosuj).
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3.14.2 Udostepnianie miejsca sieciowego (Samba)

Udostepnianie miejsca sieciowego (Samba), umozliwia ustawienie
konta i uprawnien dla ustugi Samba.

Aby uzywac udostepniania Samba, kolejno do pozycji Settings
(Ustawienia) > USB application (Aplikacja USB) > Network Place
(Samba) Share [Udostepnianie miejsca sieciowego (Samba)].

3.14.3 FTP Share (Udostepnianie FTP)

Pozycja FTP Share (Udostepnianie FTP) umozliwia
skonfigurowanie kont i uprawnien dla ustugi FTP.

Aby uzywa¢ Udostepnianie FTP, kolejno do pozycji Settings
(Ustawienia) > USB Application (Aplikacja USB) > FTP Share
(Udostepnianie FTP).



3.14.4 Serwer drukarki sieciowej
3.14.4.1 Udostepnianie drukarki ASUS EZ

Program narzedziowy ASUS EZ Printing Sharing umozliwia
konfiguracje serwera wydruku po podtaczeniu drukarki USB do
portu USB przewodowy router. Zapewnia to bezprzewodowe
drukowanie i skanowanie plikdw przez klientow sieciowych.

UWAGA: Funkcja serwera wydruku jest obstugiwana w systemie
Windows® 10 i Windows® 11.

W celu skonfigurowania trybu udostepniania drukarki EZ:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia)
> USB Application (Aplikacja USB) > Network Printer Server
(Sieciowy serwer wydruku).

2. Kliknij pozycje Download Now! (Pobierz teraz!), aby pobra¢
program narzedziowy drukarki sieciowej.

UWAGA: Program narzedziowy drukarki sieciowej jest obstugiwany
tylko w systemie Windows® 10 i Windows® 11. Aby zainstalowa¢
program narzedziowy w systemie Mac OS, nalezy wybraé pozycje Use
LPR protocol for sharing printer (Udostepniaj drukarke za pomoca
protokotu LPR).

3. Rozpakuj pobrany plik i kliknij ikone drukarki w celu
uruchomienia programu ustawien drukarki sieciowe;j.

The contents of this package are bang extracted.

the e 0 st ASUS
Printer Setup Uity on your computler, This may take a few moments,

Printer.exe

Exfractng LishGervicetd sue. .
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4, Wykonaj instrukcje ekranowe w celu przeprowadzenia
ustawien sprzetu, a nastepnie kliknij Next (Dalej).

5. Zaczekaj kilka minut na zakonczenie poczatkowych ustawien.
Kliknij Next (Dalej).

6. Kliknij Finish (Zakoncz) w celu dokonczenia instalacji.

7. Wykonaj instrukcje systemu operacyjnego Windows" w celu
instalacji sterownika drukarki.

Welcome to the Found New
Hardware Wizard
\Windows will search for cument and updated software by

looking on your computer, on the hardware nstallabion CD. or on
the Windows Update 'Web site [with your petmizsion]

Read our privaey policy

CanWindows connect to Windows Update to search for
software?

('Yes, this time anly
() es. now and eveny time | connect a device
(Mo, rit thig time

Click Nest o continue.
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8. Po zakonczeniu instalacji sterownika drukarki klienci sieciowi
beda mogli korzystac z drukarki.

*& Printers and|Faxes

File Edit View Favorites Tools Help
& Bk -J l} pSsar:h u:‘ Folders '

Address | %2 Printers and Faxes

V‘GU

Printer Tasks

Add a printer

@ Setup Faxing

See Also

[2] Troubleshoat printing
Q) Get help with printing

Other Places

[} Contraol Panel
‘=, Scanners and Cameras
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3.14.4.2 Udostepnianie drukarki za pomoca protokotu LPR

Za pomocg protokotu LPR/LPD (Line Printer Remote/Line Printer
Daemon) drukarke mozna udostepni¢ komputerom z systemem
operacyjnym Windows® i MAC.

W celu udostepnienia drukarki LPR:

1. Na pulpicie systemu Windows® kliknij kolejno pozycje Start >
Devices and Printers (Urzadzenia i drukarki) > Add a printer
(Dodaj drukarke) w celu uruchomienia pozycji Add Printer
Wizard (Kreator dodawania drukarki).

.............

2. Wybierz pozycje Add a local printer (Dodaj drukarke
lokalna), a nastepnie kliknij przycisk Next (Dalej).

=

Cancel




3. Zaznacz pozycje Create a new port (Utwdrz nowy port), a
nastepnie ustaw dla pozycji Type of Port (Typ portu) opcje
Standard TCP/IP Port (Standardowy port TCP/IP). Kliknij
przycisk New Port (Nowy port).

G ) A Prinees
Choose a printer port
A& priniter post is & type of connectson that allows your com puter to enchange information with a printer,

Use an esating pet:

Trpe of port Stanclard TCP/IP Port

4. W polu Hostname or IP address (Nazwa hosta drukarki lub
adres IP) wprowadz adres IP przewodowy router, a nastepnie
kliknij przycisk Next (Dalej).

K3 o add Printer
T print tname or [P address
Dievice type:
Hestname of P addvess 13216811
Port name: 1926811
# Quaeny thee printer and actoratically select the defver bo use
Hast ancel
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5. Zaznacz pozycje Custom (Niestandardowy), a nastepnie
kliknij przycisk Settings (Ustawienia).

G5 Addsinter
Additional port information required

The device = not found on the network, Be sure thet:

1. The device iz tumed o

2. The network is connected.

3. The device is properly configured

4. The sddress on the previous page i comect

¥ you think the addiress is not coeect, click Back to retum to the previcus page. Then comect the
address and perform another search on the network. f you are sure the sddress & comest, select the
device type Below

Device Type

Stardard

# Custcen Settmgs...

et | | Gancel |

6. Ustaw dla pozycji Protocol (Protokét) opcje LPR.W
polu Queue Name (Nazwa kolejki) wprowadz wartosc
LPRServer (Serwer LPR), a nastepnie kliknij przycisk OK, aby
kontynuowac.

Configure Standard TCP/TF Part Menitor (s
Fort .50.11"3@
Pon Name: 19216811
Printer Mame or [P Address: 19216811
Protocel

Riave Settings

LPF Settings
Queus Name LPRSera

LPR Byte Counting Enabled

SHMP Skatus Enabled

ok [ cancel |




7. Kliknij przycisk Next (Dalej), aby zakonczy¢ konfiguracje
standardowego portu TCP/IP.

Ko = s Pt
Additional port information required

Tha device is not found on the network. Be sure that:

1. The device i turned on.

L The network is connected.

3 The device is property configured.

4. The sdness on the previous page is comect.

H you think the sddress is not comest, chck Back to retuen to the oo pae. Then comect the
sdress and perfom ancther search . M you are sure the ad comect, sehect the
dievice type belom,

Device Type
Standard

# Custom | Seftings.

8. Zainstaluj sterownik drukarki podany na liscie dostawcow. Jesli
danej drukarki nie ma na liscie, kliknij przycisk Have Disk (Z
dysku), aby recznie zainstalowac sterowniki drukarki z dysku
CD-ROM lub pliku.

o = Add Prover

Install the printer driver

Choose your printer from the list. Chick Windows Updste to see more modes.
Ed
To install the driwes from am instailation CD, cick Hawe Disk.

Menufacthurer * || Primters

Kyocem o Lesmvuak: X422 (it

Lanier o) Lexrmuerk X543 PS (M)

Lenak

Microsoft Il 3 Lermiark: NGd2e (M)

[l This driver & digitally signed. | Windews Update | | HaveDisk. _i

oo,y TR SN 5 IRRADE

Net | | Concel

ey
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9. Kliknij przycisk Next (Dalej), aby zaakceptowac domysing
nazwe drukarki.

@ i A Brinkes
Type a printer name
Printer names o G s el
This printer will be installed with the Lesmark X544 PS. (MS) drver.
(Cims ] [ Caneel |

10. Kliknij przycisk Finish (Zakoncz), aby zakonczy¢ instalacje.

==

(o) 1 Ak Prier
You've successfully added Lexmark X544 PS [MS)
Ta check if your prinker is working orto see ion for the printes, print &
test page
| Print s test page:
inih | [ Cancal_




3.14.5 Modem USB

Przetacz do trybu USB, aby moc korzystac z karty USB sieci
bezprzewodowej 3G/4G lub telefonu Android jako modemu USB.

W celu korzystania z modemu USB przejdz do pozycji Settings
(Ustawienia) > USB Application (Aplikacja USB) > USB Modem
(Modem USB).
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3.15 Polacz sieci VPN

3.15.1 Potaczone sieci VPN

VPN Fusion umozliwia rbwnoczesne potaczenie wielu serweréw
VPN i przypisanie urzadzen klienta w celu potaczenia z réznymi
tunelami VPN.

VPN Fusion

1. W panelu nawigacyjnym przejdz do pozycji VPN Fusion
(Potacz sieci VPN).

2. Kliknij @ w polu Add profile (Dodaj profil), aby skonfigurowac
nowy tunel sieci VPN.

3. Wprowadz ustawienia sieci VPN, takie jak nazwa potaczenia,
typ sieci VPN, region, klucz prywatny i urzadzenie.

4, Kliknij przycisk Apply and Enable (Zastosuj i wiacz).

Add profile




3.15.2 Internet Connection (Potaczenie internetowe)

Umozliwia zarzadzanie stanem sieci WAN potgczonych urzadzen.

VPN Fusion

Internat
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3.16 Serwer VPN

3.16.1 PPTP

1. W panelu nawigacyjnym przejdz do pozycji VPN Server
(Serwer VPN) > PPTP i przesun suwak w prawo (domysInie jest
on ustawiony z lewej strony w pozycji wytgczenia).

2. W polu VPN Client (Max Limit: 16) (Klient VPN (maks. 16))
kliknij @ w celu dodania konta.

uuuuuuuu

3. Wprowadz niestandardowe wartosci w pozycji [Username]
([Nazwa uzytkownika]) i [Password] ([Hasto]), a nastepnie kliknij
przycisk OK.

Username and Password

NOTE: Skonfigurowanych pozycji [Username] ([Nazwa uzytkownika])
i [Password] ([Hasto]) nie bedzie mozna zmienic¢. Aby uzyskac wiecej
informacji, odwiedz https://www.asus.com/support/FAQ/114892/.



https://www.asus.com/support/FAQ/114892/

3.16.2 OpenVPN

1. W panelu nawigacyjnym przejdz do pozycji VPN Server
(Serwer VPN) > OpenVPN i przesun suwak w prawo
(domyslnie jest on ustawiony z lewej strony w pozycji
wylaczenia).

2. Skonfiguruj ogolne ustawienia w polu Szczegoty sieci VPN.
3. W pustej kolumnie wprowadz nazwe uzytkownika i hasto.

4, W polu VPN Client (Max Limit: 16) (Klient VPN (maks. 16))
kliknij @ w celu dodania konta.

5. Hasto zostanie automatycznie ukryte. Kliknij przycisk Apply all
settings (Zastosuj wszystkie ustawienia).

VPN Sarver

UWAGA: Aby uzyskac wiecej informacji, odwiedz https://www.asus.
com/support/FAQ/1008713/.
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3.16.3 IPSec VPN

1. W panelu nawigacyjnym przejdz do pozycji VPN Server
(Serwer VPN) > IPSec VPN i przesun suwak w prawo
(domyéInie jest on ustawiony z lewej strony w pozycji
wylaczenia).

2. Wprowadz klucz w polu Wstepnie wspotdzielony klucz.

3. Wpolu VPN Client (Max Limit: 8) (Klient VPN (maks. 8))
kliknij @ w celu dodania konta.

5. Wprowadz niestandardowe wartosci w pozycji [Username]
([Nazwa uzytkownika]) i [Password] ([Hasto]), a nastepnie kliknij
przycisk Zastosuj wszystkie ustawienia.

vvvvv vt

.......

NOTE: Skonfigurowanych pozycji [Username] ([Nazwa uzytkownika])
i [Password] ([Hasto]) nie bedzie mozna zmieni¢. Aby uzyskac wiecej
informacji, odwiedz https://www.asus.com/support/FAQ/1044190/.
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3.16.4 WireGuard® VPN

1. W panelu nawigacyjnym przejdz do pozycji VPN Server
(Serwer VPN) > WireGuard VPN.

2. W polu VPN Client (Max Limit: 10) (Klient VPN (maks.
10)) kliknij @ w celu dodania konta. W przypadku urzadzen
ogolnych, takich jak laptopy lub smartfony, kliknij przycisk
Apply (Zastosuj).

3. Kliknij przycisk Zastosuj wszystkie ustawienia, aby wtaczyc¢
sie¢ WireGuard® VPN.

4. Kliknij“-"w celu uzyskania szczegétowych informacji.

UWAGA: Jesli do faczenia z siecig WireGuard® VPN uzywany jest
smartfon, pobierz aplikacje WireGuard® ze sklepu Google Play lub
App Store, a nastepnie zeskanuj kod w aplikacji w celu pobrania pliku
konfiguraciji.

WireGuard

UWAGA: Aby uzyskac¢ wiecej informacji, odwiedz https://www.asus.

com/support/FAQ/1048280/.
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3.17 WAN (Sie¢ WAN)

3.17.1 Internet Connection (Potaczenie internetowe)

Na ekranie Internet Connection (Pofgczenie internetowe) mozna
skonfigurowac ustawienia réznego typu potaczers WAN.

W celu skonfigurowania ustawien potaczenia WAN:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia)
> WAN (Sie¢ WAN) > Internet Connection (Potaczenie
internetowe).

2. Skonfiguruj ponizsze ustawienia. Po zakonczeniu kliknij
przycisk Apply (Zastosuj).

« WAN Connection Type (Typ potaczenia WAN): Wybierz typ
potaczenia udostepniany przez ustugodawce internetowego.
Dostepne opcje to Automatic IP (Automatyczny adres IP),
PPPoE, PPTP, L2TP |ub static IP (statyczny IP). W przypadku
braku pewnosci co do typu potaczenia WAN lub braku
mozliwosci uzyskania przez router prawidtowego adresu IP
nalezy skontaktowac sie z ustugodawca internetowym.
Enable WAN (Wiacz sie¢ WAN): Wybierz opcje Yes (Tak), aby
router mogt uzyskac dostep do Internetu. Wybierz opcje No
(Nie), aby wytaczy¢ dostep do Internetu.

Enable NAT (Wiacz NAT): Translator adreséw sieciowych
NAT (Network Address Translation) to system, w ktérym
jeden publiczny adres IP (adres IP sieci WAN) jest uzywany

do zapewniania dostepu do Internetu klientom sieciowym o
prywatnym adresie IP w sieci LAN. Prywatny adres IP kazdego
klienta sieciowego jest zapisywany w tabeli NAT i uzywany do
rozsytania przychodzacych pakietéw danych.



Enable UPnP (Wiacz UPnP): Protokdt UPnP (Universal

Plug and Play) umozliwia sterowanie kilkoma urzadzeniami
(takimi jak routery, telewizory, zestawy stereo, konsole do

gier i telefony komorkowe) w sieci z obstugg adreséw IP ze
sterowaniem centralnym za pomoca bramy lub bez niego.
Protokét UPnP faczy komputery o dowolnym wspétczynniku
postaci, zapewniajac bezproblemowe potgczenie sieciowe do
konfiguracji zdalnej i przesytania danych. Podczas korzystania

z protokotu UPnP nowe urzadzenie sieciowe jest wykrywane
automatycznie. Po potaczeniu z siecig urzadzenia mozna
skonfigurowac zdalnie w celu zapewnienia obstugi aplikacji
P2P, gier interaktywnych, konferencji wideo oraz serweréw sieci
Web lub proxy. W przeciwienstwie do przekierowania portow,
ktore wymaga recznej konfiguracji ustawien portdw, protokét
UPnP automatycznie konfiguruje router w celu zapewnienia
przyjmowania potaczen przychodzacych i bezposrednich zadan
do okreslonego komputera w sieci lokalnej.

Connect to DNS Server (Laczenie z serwerem DNS):
Umozliwia automatyczne uzyskiwanie adresu IP serwera DNS
przez router od ustugodawcy internetowego. DNS to host w
Internecie, ktory ttumaczy nazwy internetowe na numeryczne
adresy IP.

Authentication (Uwierzytelnianie): Ta pozycja moze by¢
okredlana przez niektorych ustugodawcéw internetowych. Jesli to
konieczne, sprawdz u ustugodawcy internetowego i wprowadz.
Host Name (Nazwa hosta): W tym polu mozna wprowadzi¢
nazwe hosta danego routera. Jest to zwykle specjalny wymadg
ustugodawcy internetowego. Jesli ustugodawca internetowy
przypisat nazwe hosta do komputera, wprowadz jg w tym polu.
MAC Address (Adres MAC): Pozycja MAC (Media Access
Control) address (Adres MAC) to unikatowy identyfikator
urzadzenia sieciowego. Niektorzy ustugodawcy internetowi
monitoruja adresy MAC urzadzen sieciowych, ktére faczg sie
zich ustuga i odrzucaja wszelkie préby potaczen urzadzen
nierozpoznanych. Aby unikna¢ probleméw z potgczeniami
spowodowanych niezarejestrowanym adresem MAC, mozna:

+ Skontaktowac sie z ustugodawca internetowym i
zaktualizowac adres MAC skojarzony z jego ustuga.

+ Sklonowac lub zmieni¢ adres MAC przewodowy router
firmy ASUS w celu jego dopasowania do adresu MAC
poprzedniego urzadzenia sieciowego rozpoznawanego
przez ustugodawce internetowego.
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3.17.2 Wiele sieci WAN
qu?/cja Multi-WAN (Wiele sieci WAN) umozliwia wybranie
wie

u potaczen ISP z routerem i grupami WAN zaréwno dla

podstawowej, jak i dodatkowej sieci WAN.

Aby skonfigurowac pozycje Multi-WAN (Wiele sieci WAN):

1.

W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
WAN (Sie¢ WAN) > Multi-WAN (Wiele sieci WAN).

. Wigcz pozycje Enable Multi-WAN (Wiacz wiele sieci WAN).
. Wybierz sie¢ w pozycji Primary WAN (Podstawowa sie¢ WAN)

i Secondary WAN (Dodatkowa sie¢ WAN). Dostepne opcje to
WAN, USB, Ethernet LAN.

. Wybierz pozycje Fail Over (Praca awaryjna) lub Time (Czas).

Fail Over (Praca awaryjna): Druga sie¢ WAN petni funkcje
zapasowego dostepu do sieci.

Time (Czas): Ustaw czas planowania regut wielu sieci WAN.

. Wybierz Active Backup WAN when any primary WAN port

failed (Aktywne zapasowe tgcze WAN w przypadku awarii
dowolnego portu podstawowej sieci WAN) lub Active
Backup WAN when all primary WAN port failed (Aktywne
zapasowe facze WAN w przypadku awarii wszystkich
portow podstawowej sieci WAN).

AN G AN Grong
Primary WAN Sacondary WAN



6. Wiacz lub wytacz pozycje Allow failback (Wtacz powrat).
7. Okresl interwat wykrywania.

8. Okredl liczbe ciggtych awarii, po ktdrych biezaca sie¢ WAN
zostanie uznana za roztaczona.

9. Okresl liczbe ciggtych wykry¢, ze podstawowa sie¢ WAN ma
aktywne potaczenie internetowe za posrednictwem fizycznego
kabla, co powoduje powrét po awarii do podstawowe;j sieci
WAN.

10. Wybierz pozycje DNS Query (Zapytanie DNS) lub Ping.

11. Kliknij przycisk Apply all settings (Zastosuj wszystkie
ustawienia).

UWAGA: Szczegdtowe wyjasnienia s dostepne w witrynie pomocy
technicznej firmy ASUS w sekcji FAQ https://www.asus.com/support/
FAQ/1011719.
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3.17.3 Port Trigger (Wyzwalanie portow)

Funkcja Port Trigger (Wyzwalanie portéw) umozliwia
tymczasowe wigczenie portow danych, gdy urzadzenia sieci LAN
wymagaja hieograniczonego dostepu do Internetu. Dostepne
sq dwie metody otwierania portéw danych przychodzacych:
przekierowanie portow i wyzwalanie portow.
Przekierowanie portdw sprawia, ze okreslone porty danych sg
stale otwarte, a urzadzenia musza uzywac statycznych adresow IP.
Wyzwalanie portow otwiera port przychodzacy tylko wtedy, gdy
urzadzenie w sieci LAN zazada dostepu do wyzwalanego portu.
Inaczej niz to jest w przypadku przekierowania portéw, wyzwalanie
portéw nie wymaga statycznych adreséw IP urzadzen w sieci LAN.
Przekierowanie portéw umozliwia wspétdzielenie jednego otwartego
portu przez wiele urzadzen, w przypadku wyzwalania portéw natomiast

do otwartego portu w danym momencie moze miec¢ dostep tylko
jeden klient.

S R——Y

W celu skonfigurowania pozycji Port Trigger (Wyzwalanie

portow):

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
WAN (Sie¢ WAN) > Port Trigger (Wyzwalanie portow).

2. Skonfiguruj ponizsze ustawienia. Po zakonczeniu kliknij
przyask Apply (Zastosuj).

Enable Port Trigger (Wiacz wyzwalanie portow): Wybierz
opcje Yes (Tak), aby wigczy¢ funkcje Port Trigger (Wyzwalanie
portow).

Well-Known Applications (Dobrze znane aplikacje):
Wybierz popularne gry i ustugi sieci Web w celu ich dodania
do pozycji Port Trigger List (Lista portéw wyzwalania).



Opis: Wprowadz krétka nazwe lub opis ustugi.

Port wyzwalania: Okres$l port wyzwalajacy otwarcie portu
przychodzacego.

Protokot: Wybierz protokdt TCP lub UDP.

Port przychodzacy: Okres| port przychodzacy do odbierania
danych przychodzacych z Internetu.

UWAGI:

Podczas taczenia z serwerem IRC komputer kliencki nawiazuje
potaczenie wychodzace zgodnie z zakresem portu wyzwalania
66660-7000. Serwer IRC odpowiada poprzez weryfikacje nazwy
uzytkownika i nawigzanie nowego potaczenia z komputerem
klienckim przez port przychodzacy.

Jesli funkcja Port Trigger (Wyzwalanie portéw) jest wytaczona, router
odrzuca potaczenia, poniewaz nie moze okresli¢, ktory komputer
zgtasza zadanie dostepu do serwera IRC. Po wigczeniu funkgji Port
Trigger (Wyzwalanie portéw) router przypisze port przychodzacy do
odbierania danych przychodzacych. Ten port przychodzacy zamknie
sie po uptywie okreslonego czasu z powodu braku mozliwosci
okreslenia przez router czasu wytaczenia aplikacji.

Funkcja wyzwalania portéw umozliwia korzystanie z okreslone;j
ustugi i konkretnego portu przychodzacego w danym czasie tylko
przez jednego klienta w sieci.

Do jednoczesnego wyzwolenia portu w wiecej niz jednym
komputerze nie mozna uzywac tej samej aplikacji. Router przekieruje
port z powrotem do ostatniego komputera w celu wystania zadania/
pakietu wyzwalania do routera.

Aby uzyskac¢ wiecej informacji, odwiedz https://www.asus.com/
support/FAQ/114110.
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3.17.4 Virtual Server/Port Forwarding (Serwer wirtualny/
Przekierowanie portow)

Funkcja Virtual Server / Port forwarding (Serwer wirtualny/
przekierowanie portéw) umozliwia taczenie sie komputerédw
zdalnych z okre$lonym komputerem lub ustugg w prywatnej

sieci lokalnej (LAN). W celu zapewnienia szybszego potaczenia
niektore aplikacje P2P (takie jak BitTorrent) rbwniez moga wymagac
skonfigurowania przekierowania portéw. W celu uzyskania
szczegdtowych informacji nalezy zapoznac sie z instrukcja obstugi
aplikacji P2P. Mozna otworzy¢ wiele portow lub zakres portéw w
routerze i przekierowywac przez nie dane do jednego klienta w sieci.
Aby okresli¢ zakres portéw dla klientow w tej samej sieci, wypetnij
pozycje Service Name (Nazwa ustugi), Port Range (Zakres portéw)
(np. 10200:10300) i LAN IP address (Adres IP sieci LAN), a pozycje
Local Port (Port lokalny) pozostaw pusta.

UWAGA: Po wiaczeniu przekierowania portdw router firmy ASUS
blokuje niechciany ruch przychodzacy z Internetu i zezwala wytacznie
na odpowiedzi na zagdania wychodzace z sieci LAN. Klient sieciowy nie
ma bezposredniego dostepu do Internetu i odwrotnie.

ot oy Lt s L 341

W celu skonfigurowania pozycji Port Forwarding
(Przekierowanie portow):

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
WAN (Sie¢ WAN) > Virtual Server / Port Forwarding (Serwer
wirtualny/Przekierowanie portow).

2. Przesun suwak do opcji ON (WL.), aby wigczy¢ funkcje Port
Forwarding (Przekierowanie portéw), a nastepnie kliknij
przycisk Add Profile (Dodaj profil). Po skonfigurowaniu
ponizszych ustawien kliknij przycisk OK.



Quick Select

Famous Server List Please select v

Famous Game List Please select ~

Custom Configuration

Service Name *Optional

oK

Famous Server List (Lista znanych serwerdw): Okresl typ

ustugi, do ktorej chcesz uzyskiwac dostep.

Famous Game List (Lista znanych gier): Pozycja ta zawiera

liste portow wymaganych do prawidtowego dziatania

popularnych gier online.

Service Name (Nazwa ustugi): Wprowadz nazwe ustugi.

Protocol (Protokat): Wybierz protokdt. W przypadku braku

pewnosci wybierz opcje BOTH (OBA).

External Port (Port zewnetrzny): Akceptowane sg

nastepujace formaty:

1)  Zakres portow z dwukropkiem,:" po srodku w celu

okreslenia gornej i dolnej granicy zakresu, np. 300:350;

2) Numery poszczegoélnych portéw oddzielone przecinkami
. np. 566, 789;

3) Kombinacja zakreséw i poszczegdlnych portédw z uzyciem
dwukropkow,:"i przecinkéw,,, np. 1015:1024, 3021.
Internal Port (Port wewnetrzny): Wprowadz okreslony port do

odbierania przekierowanych pakietow. Pozostaw to pole puste,

jesli cheesz, aby pakiety przychodzace byty przekierowywane na
okreslony zakres portu.
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Internal IP Address (Wewnetrzny adres IP): Wprowadz adres
IP sieci LAN klienta.

Source IP (Adres IP zrédta): Aby otworzy¢ port dla
okreslonego adresu IP z Internetu, nalezy w tym polu
wprowadzi¢ zadany adres IP, aby zapewni¢ do niego dostep.

UWAGA: W celu zapewnienia prawidtowego dziatania funkgji przekierowania
portdéw nalezy wprowadzic statyczny adres IP klienta lokalnego. Informacje na
ten temat znajduja sie w czesci 3.9 LAN (Sie¢ LAN).

W celu sprawdzenia, czy funkcja Port Forwarding (Przekierowanie
portow) zostata pomysinie skonfigurowana:

Upewnij sie, ze serwer lub aplikacja s3 skonfigurowane i
uruchomione.

Konieczny bedzie klient spoza sieci LAN, ale posiadajacy dostep

do Internetu (nazywany  klientem internetowym”). Klient ten nie
powinien by¢ potaczony z routerem firmy ASUS.

W kliencie internetowym wprowadz adres IP sieci WAN routera w
celu zapewnienia dostepu do serwera. Jesli przekierowanie portéw
zostato wykonane pomyslnie, dostep do plikow lub aplikacji
zostanie zapewniony.

Roéznice miedzy wyzwalaniem portow a przekierowaniem portow:

Wyzwalanie portéw dziata nawet bez skonfigurowania
okreslonego adresu IP sieci LAN. W przeciwienstwie do
przekierowania portdw, ktére wymaga statycznego adresu IP sieci
LAN, wyzwalanie portéw umozliwia dynamiczne przekierowanie
portdw przy uzyciu routera. Wstepnie okre$lone zakresy portow sa
konfigurowane w celu przyjmowania potaczen przychodzacych w
ograniczonym czasie. W przypadku wyzwalania portéw na wielu
komputerach moga by¢ uruchomione aplikacje, ktore normalnie
wymagatyby recznego przekierowania tych samych portéw do
kazdego komputera w sieci.

Wyzwalanie portdw jest bezpieczniejsze niz przekierowanie
portdw, poniewaz porty przychodzace nie sg zawsze otwarte.

Sq one otwarte tylko wtedy, gdy aplikacja nawigzuje potaczenie
wychodzace przez port wyzwalania.



3.17.5 DMZ (Strefa DMZ)

Funkcja Virtual DMZ (Wirtualna strefa DMZ) umozliwia
uwidocznienie jednego komputera w Internecie, do ktérego
przekierowywane beda wszystkie pakiety przychodzace. Jest

to przydatne podczas uzywania aplikacji, ktore korzystajg z
nieokreslonych portéw przychodzacych. Funkgji tej nalezy uzywac
Zrozwaga.

W celu skonfigurowania strefy DMZ:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
WAN (Sie¢ WAN) > DMZ (Strefa DMZ).

2. Skonfiguruj ponizsze ustawienia. Po zakonczeniu kliknij
przycisk Apply (Zastosuj).

+ IP address of Exposed Station (Adres IP uwidocznione;j
stacji): Wprowadz adres IP sieci LAN klienta, ktory bedzie
obstugiwat ustuge strefy DMZ i bedzie miat dostep do
Internetu. Klient serwera musi miec statyczny adres IP.

W celu usuniecia strefy DMZ:

1. Usun adres IP sieci LAN klienta z pola tekstowego IP Address
of Exposed Station (Adres IP uwidocznionej stacji).

2. Po zakonczeniu kliknij przycisk Apply (Zastosuj).

UWAGA: Aby uzyskac wiecej informacji, odwiedz https://www.asus.
com/support/FAQ/1011723.
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3.17.6 DDNS (Ustuga DDNS)

DDNS (ang. Dynamic Domain Name System) to ustuga, ktéra
umozliwia faczenie sie klientow sieciowych z przewodowy router
za pomoca zarejestrowanej nazwy domeny, nawet w przypadku
dynamicznych publicznych adreséw IP. Przewodowy router ma
wbudowang ustuge ASUS DDNS i inne ustugi DDNS.

W celu skonfigurowania ustugi DDNS:
1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
WAN (Sie¢ WAN) > DDNS (Ustuga DDNS).
2. Skonfiguruj ponizsze ustawienia. Po zakonczeniu kliknij
przyask Apply (Zastosuj).

Enable the DDNS Client (Wkacz klienta ustugi DDNS):
Wiacz ustuge DDNS w celu zapewnienia dostepu do routera
firmy ASUS za pomoca nazwy DNS, a nie adresu IP sieci WAN.
Server and Host Name (Nazwa serwera i hosta): Wybierz
ustuge ASUS DDNS lub inng ustuge DDNS. Aby korzystac
z ustugi ASUS DDNS, w pozycji Host Name (Nazwa hosta)
wprowadz warto$¢ w formacie xxx.asuscomm.com (xxx to
nazwa hosta).
Aby korzystac z innej ustugi DDNS, kliknij pozycje FREE TRIAL
(BEZPLATNA WERSJA PROBNA) i zarejestruj sie w trybie
online. Uzupetnij pola User Name or E-mail Address (Nazwa
uzytkownika lub adres e-mail) i Password or DDNS key (Hasto
lub klucz DDNS).
Enable wildcard (Wiacz symbole wieloznaczne): Wigcz
obstuge symboli wieloznacznych, jesli jest to wymagane
przez ustuge DDNS.

UWAGI:

Ustuga DDNS nie bedzie dziata¢ w ponizszych przypadkach:
Przewodowy router korzysta z prywatnego adresu IP sieci WAN (192.168.
xX, 10.xx.x lub 172.16.x.x), na co wskazuje tekst w kolorze zéttym.
Router moze by¢ w sieci, ktora korzysta z wielu tabel NAT.


xxx.asuscomm.com

3.17.7 NAT Passthrough (Przekazywanie NAT)

Wiaczenie funkcji NAT Passthrough umozliwia przekazywanie
potaczen wirtualnej sieci prywatnej (VPN) przez router do
klientdw sieciowych.

Aby skonfigurowac funkcje NAT Passthrough, przejdz do pozycji
Settings (Ustawienia) > WAN (Sie¢ WAN) > NAT Passthrough
(Przekazywanie NAT). Po zakonczeniu kliknij przycisk Apply
(Zastosuj).
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3.18 Wireless (Sie¢ bezprzewodowa)
3.18.1 General (Ogdlne)

Zaktadka General (Ogdlne) umozliwia konfiguracje
podstawowych ustawien sieci bezprzewodowej.

ot o tha wirsien rimtas inborrnsn bl e

W celu skonfigurowania podstawowych ustawien sieci
bezprzewodowej:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >

Wireless (Sie¢ bezprzewodowa) > General (Ogdlne).

2. Wprowadz unikatowy identyfikator SSID (ang. Service
Set Identifier) lub nazwe sieci w celu identyfikacji sieci
bezprzewodowej. Urzadzenia Wi-Fi beda identyfikowac sie¢
bezprzewodowa i taczy€ sie z nig za pomoca przypisanego
identyfikatora SSID. Identyfikatory SSID widoczne na pasku
informacyjnym sg aktualizowane po zapisaniu nowych
identyfikatoréw SSID w ustawieniach.

WAZNE! Aby udostepni¢ funkcje Wi-Fi, nalezy z siecig AiMesh routera
EBG19P zintegrowac bezprzewodowy punkt dostepowy (AP), taki jak
ExpertWiFi EBA63 lub router, taki jak ExpertWiFi EBR63 lub ExpertWiFi
EBM68.

3. W polu Hide SSID (Ukryj SSID) wybierz opcje Yes (Tak),
aby nie dopusci¢ do wykrywania identyfikatora SSID przez
urzadzenia bezprzewodowe. Po wiaczeniu tej funkgji konieczne
bedzie reczne wprowadzanie identyfikatora SSID w urzadzeniu
bezprzewodowym w celu zapewnienia jego dostepu do sieci
bezprzewodowe;.

4. Wybierz jedna z dostepnych metod uwierzytelniania:

+ Open System (Otwarty system): Ta opcja nie zapewnia
zabezpieczen.



- WPA/WPA2/WPA3-Personal (WPA/WPA2/WPA3
-Personal): Ta opcja zapewnia mocne zabezpieczenia. Mozna
korzystac z zabezpieczenia WPA (z TKIP) lub WPA2 (z AES). Po
wybraniu tej opcji konieczne jest korzystanie z szyfrowania
TKIP + AES i wprowadzenie hasta WPA (klucza sieciowego).

« WPA/WPA2/WPA3-Enterprise (WPA/WPA2/WPA3-
Enterprise): Ta opcja zapewnia bardzo mocne
zabezpieczenia. Jest ona dostepna z zintegrowanym
serwerem EAP lub zewnetrznym serwerem uwierzytelniania
RADIUS z wewnetrzng bazg danych.

5. Przypisz unikatowe hasto do wstepnie wspétdzielonego klucza
WPA.

3.18.2Filtr adresow MAC urzadzen bezprzewodowych

Pozycja Wireless MAC Filter (Filtr adresow MAC urzadzen
bezprzewodowych) zapewnia kontrole nad pakietami przesytanymi
na okreslony adres MAC (Media Access Control) w danej sieci
bezprzewodowe;j.

W celu skonfigurowania filtra adresow MAC urzadzen

bezprzewodowych:

1. W panelu nawigacji przejdz do pozycji Settings (Ustawienia) >
Wireless (Sie¢ bezprzewodowa) > Wireless MAC Filter (Filtr
adresow MAC urzadzen bezprzewodowych).

2. Zaznacz opcje Yes (Tak) w polu Enable Mac Filter (Wiacz filtr
adreséw MAC).

3. Zlisty rozwijanej MAC Filter Mode (Tryb filtra adresow MAC)
wybierz opcje Accept (Akceptuj) lub Reject (Odrzug).

« Wybierz opcje Accept (Akceptuj), aby urzadzenia z listy MAC
filter list (Lista filtrowanych adreséw MAC) mogty faczyc sie z
siecig bezprzewodowa.
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« Wybierz opcje Reject (Odrzug), aby urzadzenia z listy MAC filter
list (Lista filtrowanych adreséw MAC) nie mogty taczy¢ sie z siecig
bezprzewodowa.

4. W obszarze MAC filter list (Lista filtrowanych adreséw MAC) kliknij
przycisk Add (Dodaj) @. i wprowadz adres MAC urzadzenia
bezprzewodowego.

5. Kliknij przycisk Apply (Zastosuj).

3.18.3 Lista blokady roamingu

Funkcja ta umozliwia dodawanie urzadzen do listy blokady
roamingu, aby uniemozliwi¢ im roaming miedzy weztami AiMesh.



4 Rozwigzywanie probleméw

W rozdziale tym omdwiono rozwigzania problemow, ktére moga
wystapi¢ podczas korzystania z routera. W przypadku pojawienia sie
problemow, ktérych nie opisano w tym rozdziale, nalezy przej$¢ do
witryny pomocy technicznej firmy ASUS dostepnej pod adresem:

https://www.asus.com/support/ w celu uzyskania dalszych
informacji o produkcie oraz szczegétowych danych kontaktowych

dziatu pomocy technicznej firmy ASUS.

4.1 Rozwigzywanie podstawowych probleméw
W przypadku wystapienia problemu z routerem nalezy najpierw
wykonac podstawowe czynnosci opisane w ponizszej czesci, a
dopiero potem poszukac innych rozwigzan.

Uaktualnij oprogramowanie sprzetowe do najnowszej wersji.

1. Uruchom sieciowy interfejs graficzny. Przejdz do pozycji Settings
(Ustawienia) > Administration (Administracja) > Firmware
Upgrade (Uaktualnienie oprogramowania sprzetowego).
Kliknij przycisk Check (Sprawdz) w celu sprawdzenia dostepnosci
najnowszej wersji oprogramowania sprzetowego.

2. Jesli najnowsza wersja oprogramowania sprzetowego bedzie
dostepna, przejdz do witryny globalnej firmy ASUS i pobierz
najnowszgy wersje oprogramowania sprzetowego.

3. Nastronie Firmware Upgrade (Uaktualnienie oprogramowania
sprzetowego) kliknij przycisk Browse (Przegladaj), aby
Zlokalizowa¢ plik oprogramowania sprzetowego.

4. Kliknij przycisk Upload (Zataduj), aby uaktualni¢ oprogramowanie
sprzetowe.Uruchom ponownie sie¢, wykonujac czynnosci w
nastepujacej kolejnosci:
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N o vk wWwN

. Wylacz modem.

Odfagcz modem od zasilania.
Wytacz router i komputery.
Podiacz modem do zasilania.
Wtacz modem i odczekaj 2 minuty.
Whacz router i odczekaj 2 minuty.

Wtacz komputery.

Sprawdz, czy kable Ethernet sg prawidtlowo podtaczone.

Jesli kabel Ethernet taczacy router zmodemem jest podtaczony
w prawidtowy sposdb, Swieci¢ sie bedzie dioda LED sieci WAN.

+ Jesli kabel Ethernet taczacy uruchomiony komputer z routerem

jest podtaczony w prawidtowy sposob, $wieci¢ sie bedzie
odpowiednia dioda LED sieci LAN.

Sprawdz, czy ustawienia sieciowe sg prawidtowe.

Kazdy klient w sieci powinien mie¢ odpowiedni adres IP. Firma
ASUS zaleca przypisywanie adreséw IP komputerom w sieci za
pomoca serwera DHCP przewodowy router.

W przypadku niektorych dostawcow ustug internetowych
zapewnianych przez modem kablowy wymagane jest
uzywanie adresu MAC komputera, dla ktérego zarejestrowano
wstepnie konto. Adres MAC mozna sprawdzi¢ za pomocg
sieciowego interfejsu graficznego, na stronie Dashboard
(Pulpit nawigacyjny) > Clients (Klienci).



4.2 (Czesto zadawane pytania (FAQ)

Nie moge uzyska¢ dostepu do interfejsu graficznego
routera przy uzyciu przegladarki sieci Web

+ Jesli komputer jest podtaczony w sposob przewodowy, sprawdz

potaczenie kabla Ethernet i stan diody LED zgodnie z opisem w
poprzedniej czesci.

+ Upewnij sig, ze uzywane dane logowania sg prawidfowe.
Upewnij sig, ze podczas wprowadzania danych logowania
klawisz Caps Lock jest wytgczony.

«Usun pliki cookie i pliki w przegladarce sieci Web. W przypadku

programu Internet Explorer nalezy wykona¢ ponizsze czynnosci:

1. Uruchom program Internet Explorer, a nastepnie kliknij
kolejno pozycje Tools (Narzedzia) > Internet Options
(Opcje internetowe).

Intermet Options 7 e

2. Nakarcie General (Ogolne),
w obszarze Browsing hlstory

Gereral Seanty Privecy Content Correctios Programs  Advenced

Home page

(Historia przegladania) B ]

kliknij przycisk Delete... D

(Usun...), wybierz pozycje T e e

Temporary Internet i E———

Files and website files @ st o e

(Tymczasowe pliki P TET — —

internetowe pliki witryn v

internetowych) i Cookies e
[edete browesng hitory on eat

and website data (Cookie i oo | s

dane witryny internetowej), | ==
a nastepnie kliknij przycisk T T I s
Delete (Usun). .

UWAGI:

Polecenia usuwania plikéw cookie i plikdw zaleza od przegladarki
sieci Web.

« W celu automatycznego uzyskiwania adreséw IP nalezy wytaczyé
ustawienia serwera proxy, anulowac potaczenie telefoniczne i
wprowadzi¢ ustawienia protokotu TCP/IP. Bardziej szczegétowe
informacje mozna znalez¢ w rozdziale 1 niniejszego podrecznika
uzytkownika.

+ Nalezy uzywac kabli Ethernet CAT5e lub CATS.

89



90

Klient nie moze ustanowic potaczenia bezprzewodowego
zrouterem.

WAZNE! Aby udostepni¢ funkcje Wi-Fi, nalezy z siecig AiMesh routera
EBG19P zintegrowac bezprzewodowy punkt dostepowy (AP), taki jak
ExpertWiFi EBA63 lub router, taki jak ExpertWiFi EBR63 lub ExpertWiFi
EBM68.

+ Wylaczono serwer DHCP:

1. Uruchom sieciowy interfejs graficzny. Przejdz kolejno
do pozycji Dashboard (Pulpit nawigacyjny) > Clients
(Klienci) i wyszukaj urzadzenie, ktére chcesz pofaczyc z
routerem.

2. Jedli nie mozna znalez¢ urzadzenia w pozycji Dashboard
(Pulpit nawigacyjny), przejdz kolejno do pozycji Settings
(Ustawienia) > LAN (Sie¢ LAN) > DHCP Server (Serwer
DHCP).



Ukryto identyfikator SSID. Jesli urzadzenie wyszukuje
identyfikatory SSID innych routeréw, ale nie moze znalez¢
identyfikatora SSID posiadanego routera, przejdz do pozycji
Settings (Ustawienia) > Wireless (Sie¢ bezprzewodowa) >
General (Ogoélne), zaznacz opcje No (Nie) dla pozycji Hide
SSID (Ukryj SSID).

ot tha warwisss 1nimtas informaran boimm.

« Jesli uzywana jest karta sieci bezprzewodowej, sprawdz,
czy uzywany kanat bezprzewodowy jest zgodny z kanatami
dostepnymi w danym kraju/regionie. Jesli nie, dostosuj kanat,
pasmo kanatu i tryb bezprzewodowy.

« Jesli nadal nie mozna potaczyc sie przewodowo z routerem,
mozna przywréci¢ domysine ustawienia fabryczne routera. W
interfejsie graficznym routera kliknij kolejno pozycje Settings
(Ustawienia) > Administration (Administracja) > Restore/
Save/Upload Setting (Przywrdo¢/Zapisz/Zaladuj ustawienia)
i kliknij przycisk Restore (Przywraoc).
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Nledostepny Internet.

Sprawdz czy router moze nawigzac potaczenie z adresem IP
sieci WAN ustugodawcy internetowego. Aby to zrobi¢, uruchom
sieciowy interfejs graficzny, przejdz do pozycji Dashboard
(Pulpit nawigacyjny) i sprawdz pozycje Stan potaczenia z
Internetem.

« Jesli router nie moze nawigzac potaczenia z adresem IP sieci
WAN ustugodawcy internetowego, uruchom ponownie sie¢
zgodnie z opisem w czeéci Restart your network in following
sequence (Uruchom ponownie sie¢, wykonujac czynnosci w
nastepujacej kolejnosci) w rozdziale Basic Troubleshooting
(Rozwigzywanie podstawowych probleméw).

Jesli dostep do Internetu jest nadal niemozliwy, uruchom ponownie
komputer, a nastepnie sprawdz adres IP i adres bramy sieci.
Sprawdz wskazniki stanu modemu ADSL i przewodowy router.
Jesli nie $wieci sie dioda LED sieci WAN przewodowy router,
sprawdz, czy wszystkie kable s prawidtowo podtaczone.

Nie pamietam identyfikatora SSID (nazwy sieci) lub hasta

sieciowego

« Skonfiguruj nowy identyfikator SSID i klucz szyfrowania za
pomoca potaczenia przewodowego (kabel Ethernet). Uruchom
sieciowy interfejs graficzny, przejdz do pozycji Dashboard
(Pulpit nawigacyjny), kliknij ikone routera, wprowadz nowy
identyfikator SSID i klucz szyfrowania, a nastepnie kliknij
przycisk Apply (Zastosuj).

+  Przywrdc ustawienia domyslne routera. Uruchom sieciowy
interfejs graficzny, przejdz do pozycji Settings (Ustawienia)
> Administration (Administracja) > Restore/Save/Upload
Setting (Przywrd¢/Zapisz/Zataduj ustawienia) i kliknij
przycisk Restore (Przywroc).

Jak przywroci¢ domysine ustawienia systemu?

+ Przejdz do pozycji Settings (Ustawienia) > Administration
(Administracja) > Restore/Save/Upload Setting (Przywro¢/
Zapisz/Zaladuj ustawienia) i kliknij przycisk Restore
(Przywrod).

Niepowodzenie uaktualnienia oprogramowania

sprzetowego.

Uruchom tryb ratunkowy i skorzystaj z narzedzia Firmware

Restoration (Odtwarzanie oprogramowania sprzetowego).



Nie mozna uzyskac¢ dostepu do sieciowego interfejsu
graficznego

Przed konfiguracjg przewodowy router wykonac¢ czynnosci
opisane w tej czesci dla komputera hosta i klientow sieciowych.

A. Wylaczy¢ serwer proxy jezeli jest wtaczony.

Windows®

1. Kliknij przycisk Start >
Internet Explorer w celu
uruchomienia przegladarki
internetowe;.

2. Kliknij przycisk Tools
(Narzedzia) > Internet

options (Opcje internetowe)
> Connections (Potaczenia)

> LAN settings (Ustawienia
sieci LAN).

3. Na ekranie Local Area

(_0 To set up an Intemet connecton, dick Setm
Sehan,

Dot and Virtual Private Metwork settngs

3 Access AD Network Resources - 6o o vpn.as A,

[ Remave...
Choose Settings f you need fo corfigure: agrowy
sarver for & connecton,
& hever dial & conneciion

S40s

Disd whersernr & netweork connection is nof oresent
Amays dal my default cornection

Local Area Hetwork: [LAN] setiings

LAN Setings do not apply to dalup o
Chaosa Setings abes for Sal-up setings

Local Area Network (LAN) Settings

Network (LAN) Settings
(Ustawienia sieci lokalnej
(LAN)) odznacz opcje Use

a proxy server for your ‘
LAN (Uzyj serwera proxy
dla sieci LAN).

4, Po zakonczeniu kliknij

przycisk OK. |

Automatic configuration

Automatic configuration may override manual setings. To enswre the
use of manual settings, disable automatic configuration.

] mutomatically detect setings
|| Use automatic configuration saipt

Proxy server

(77 Use & praxy server for your LAN (These settings will not apply to
—! diad-up or VPN connections),

Bypass provy s=rver for local addrasses
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MACOS

1. W przegladarce
Safari klikna¢ Safari
> Preferences

Y E (3] ﬁ
Show &l Displees Seund  Metmsrks| Stanup Disk
Location: | Autamatic

Show. | Built-in Ethernet

TCP/IP | PPPOE | AppleTalk | Proies | Ethernet |

(Preferencje) e
> Advanced G N
(Zaawansowane) > sk
Change Settings... 5 Gty :

(Zmien ustawienia...) e

2. Na ekranie Network
(Sied) usunac
zaznaczenie FTPProxy o acmsawmemmmmnss  Camsime ) [Caovon |
(Proxy FTP) i Web Proxy
(HTTP) (Proxy www (HTTP)).

3. Po zakonczeniu klikng¢ przycisk Apply Now (Zastosuj teraz).

 Usa Fassive FTF Mode (PASY) I

UWAGA: Szczegotowe informacje dotyczace wytaczania serwera proxy,
patrz funkcja pomocy danej przegladarki.

B. Skonfigurowac ustawienia TCP/IP do automatycznego
uzyskiwania adresu IP.

Windows®

1. Kliknij przycisk Start > Control Panel (Panel Sterowania)
> Network and Sharing Center (Centrum sieci i
udostepniania), nastepnie kliknij potaczenie sieciowe, aby
wyswietli¢ okno stanu.

55 Metwerk and Sharing Centes

“ « 4 % » Control Panel + All Control Panel liems » Metwork and Sharing Center
P View your basic network information and set up connections
Contrel Panel Home

View your active networks
Change adapter settings

Change advanced shanng corpnet.asus Access type: Internet

settings Domain netwerk Cannection

Change your netwarking settings
e Setup & new connection or network
Set up o braadband, dial-up, or VPN connection; of set up a rouber or access point
[S¥ Troubleshoot problems

DHagnose and repair network problems, or get troubleshecting information.




. Kliknij pozycje Properties
(Whasciwosci), aby wyswietli¢
okno Ethernet Properties
(Wtasciwosci sieci Ethernet).

. Zaznacz opcje Internet
Protocol Version 4 (TCP/
IPv4) (Protokot internetowy
w wersji 4 (TCP/IPv4)) lub
Internet Protocol Version

6 (TCP/IPv6) (Protokot
internetowy w wersji 6
(TCP/IPv6)) , a nastepnie
kliknij przycisk Properties
(Whasciwosci).

. W celu automatycznego
uzyskania ustawien iPv4 IP,
zaznacz opcje Obtain an
IP address automatically
(Automatycznie uzyskaj
adres IP).

W celu automatycznego
uzyskania ustawien iPv6 IP,
zaznacz opcje Obtain an
IPv6 address automatically
(Automatycznie uzyskaj
adres IPv6).

. Po zakonczeniu kliknij przycisk
OK.

& Ethernet Status

Genaral
Connection
[Pv4 Connexctivity: Internet
P Cannectivity: No network access
Media State: Enabled
Duraton; 03:2%:3
Speed: 1.0 Gbps
Detais....
Activity
Sent — %e —  Received
-
Bybes: 71,4245% | 70,737,241

=

# Ethemnet Properties

Networking  Authentication

Connest uang
& irtel(R) Eehamet Connection {2) 1215V

This connection uses the fallowing Lems:

miL
¥ 4 Mcrosoft LLDP Protocol Driver
¥ |5, Irtemet Protocol Versian 6 (TCP/PE) |

¥ 3 DnkLayer Topology Decovery Respondsr

| g Unk-Layer Topology Dacovery Mapper /0 Dever v
< 2

Instal Frurint of Propesties
Description
Transmissicn Corbrol Prolocol/iriemet Protocal, The: defautt

wide area netwerk protoenl that provides communication
acmss diverse interconnected networks

Internet Pratocol Version 4 (TCR/Pw) Properties

General  Ajbermate Configuration

You can get I sef essigned automatically if your network supports
this capabiity. Otherwise, you need to ask your network adminstrator
for the appropriate [P settngs

| ) cotain an 17 scicress sutomascaty |
(3 Use thee following TP address:

(@) Obtain DS servar address automatically
() Use the filowing DS server addresses:
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MAC OS

1. Kliknij ikone Apple &
umieszczona w gornej
lewej czesci ekranu.

5"‘

2. Kliknij polecenie System

A &

jarwark | Startup Disk

Location: | Automatic

Show: | Built-in Etkernet

[ TCPIP PPPoE AppleTalk  Proxies | Erhernet

Preferences (Preferencje  [comri vioer

systemu) > Network 7 s 192.168.182.103 “Hanew DY Lo )
(Siec’) > conﬁgure'.. Subnet Mask: 255.255.255.0 DHCP Client 1D T
. Router: 192.168.182.250

(Konﬁguruj"') DS Servers: 19206812810 000 jOgsenl)
3. Na zaktadce TCP/IP N — e

wybierz Using DHCP (Z IPwE Address: IET:II:::I:::WII)H.CI!H 24fffedzblée )

uzyciem DHCP) na liscie " - '

rozwijalnej Configure L T ] [~ ] |

IPv4 (Konfiguruj IPv4).

4. Po zakonczeniu klikng¢ przycisk Apply Now (Zastosuj teraz).

UWAGA: Informacje dotyczace konfiguracji ustawien potaczenia TCP/IP
komputera patrz pomoc systemu operacyjnego i funkcje wsparcia.

C. Wylaczy¢ potaczenie dial-up jezeli jest wiaczone.

Windows®

1. Kliknij przycisk Start > Internet
Explorer w celu uruchomienia
przegladarki internetowe;j.

2. Kliknij przycisk Tools
(Narzedzia) > Internet
options (Opcje internetowe) >
Connections (Potaczenia).

3. Zaznaczy¢ opcje Never dial
a connection (Nigdy nie
wybieraj potaczenia).

4. Po zakonczeniu kliknij przycisk
OK.

Db and Virtual Private Metwork settrgs

& Access D Network Resources - 6o to vpn.as Add..,

add VN,
Chonse Setangs f you nesd to corfigure 8 oy Setngs
server for & connectin,
 wheever & Dibwork coneection i ot prisent
Mmays dal my defmit connecson

Locsl Area Hetork {LAN] setings

LAN Setiings da nat apply to dlal-up connections. LN setings |

Choose Setings above for dal-up settngs s

oK Cancel

UWAGA: Szczegdtowe informacje o wylgczaniu potaczenia dial-up, patrz

funkcja pomocy przegladarki sieciowej.




Zalaczniki
GNU General Public License

Licensing information

This product includes copyrighted third-party software licensed
under the terms of the GNU General Public License. Please see The
GNU General Public License for the exact terms and conditions of
this license. All future firmware updates will also be accompanied
with their respective source code. Please visit our web site for
updated information. Note that we do not offer direct support for
the distribution.

GNU GENERAL PUBLIC LICENSE

Version 2, June 1991
Copyright (C) 1989, 1991 Free Software Foundation, Inc.
59 Temple Place, Suite 330, Boston, MA 02111-1307 USA

Everyone is permitted to copy and distribute verbatim copies of
this license document, but changing it is not allowed.

Preamble

The licenses for most software are designed to take away your
freedom to share and change it. By contrast, the GNU General
Public License is intended to guarantee your freedom to share
and change free software--to make sure the software is free for all
its users. This General Public License applies to most of the Free
Software Foundation’s software and to any other program whose
authors commit to using it. (Some other Free Software Foundation
software is covered by the GNU Library General Public License
instead.) You can apply it to your programs, too.
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When we speak of free software, we are referring to freedom, not
price. Our General Public Licenses are designed to make sure that
you have the freedom to distribute copies of free software (and
charge for this service if you wish), that you receive source code or
can get it if you want it, that you can change the software or use
pieces of it in new free programs; and that you know you can do
these things.

To protect your rights, we need to make restrictions that forbid
anyone to deny you these rights or to ask you to surrender the
rights. These restrictions translate to certain responsibilities for
you if you distribute copies of the software, or if you modify it.

For example, if you distribute copies of such a program, whether
gratis or for a fee, you must give the recipients all the rights that
you have. You must make sure that they, too, receive or can get
the source code. And you must show them these terms so they
know their rights.

We protect your rights with two steps: (1) copyright the software,
and (2) offer you this license which gives you legal permission to
copy, distribute and/or modify the software.

Also, for each author’s protection and ours, we want to make
certain that everyone understands that there is no warranty for
this free software. If the software is modified by someone else and
passed on, we want its recipients to know that what they have is
not the original, so that any problems introduced by others will
not reflect on the original authors’ reputations.



Finally, any free program is threatened constantly by software
patents. We wish to avoid the danger that redistributors of a free
program will individually obtain patent licenses, in effect making
the program proprietary. To prevent this, we have made it clear
that any patent must be licensed for everyone’s free use or not
licensed at all.

The precise terms and conditions for copying, distribution and
modification follow.

Terms & conditions for copying, distribution, & modification

0. This License applies to any program or other work which
contains a notice placed by the copyright holder saying it may
be distributed under the terms of this General Public License.
The “Program’; below, refers to any such program or work, and
a“work based on the Program” means either the Program or
any derivative work under copyright law: that is to say, a work
containing the Program or a portion of it, either verbatim or
with modifications and/or translated into another language.
(Hereinafter, translation is included without limitation in the
term “modification”) Each licensee is addressed as “you".

Activities other than copying, distribution and modification are
not covered by this License; they are outside its scope. The act
of running the Program is not restricted, and the output from
the Program is covered only if its contents constitute a work
based on the Program (independent of having been made by
running the Program). Whether that is true depends on what
the Program does.

1. You may copy and distribute verbatim copies of the Program’s
source code as you receive it, in any medium, provided that
you conspicuously and appropriately publish on each copy
an appropriate copyright notice and disclaimer of warranty;
keep intact all the notices that refer to this License and to the
absence of any warranty; and give any other recipients of the
Program a copy of this License along with the Program.
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You may charge a fee for the physical act of transferring a
copy, and you may at your option offer warranty protection in
exchange for a fee.

2. You may modify your copy or copies of the Program or any
portion of it, thus forming a work based on the Program, and
copy and distribute such modifications or work under the
terms of Section 1 above, provided that you also meet all of
these conditions:

a) You must cause the modified files to carry prominent
notices stating that you changed the files and the date of any
change.

b) You must cause any work that you distribute or publish, that
in whole or in part contains or is derived from the Program or
any part thereof, to be licensed as a whole at no charge to all
third parties under the terms of this License.

¢) If the modified program normally reads commands
interactively when run, you must cause it, when started
running for such interactive use in the most ordinary way, to
print or display an announcement including an appropriate
copyright notice and a notice that there is no warranty (or
else, saying that you provide a warranty) and that users may
redistribute the program under these conditions, and telling
the user how to view a copy of this License. (Exception: if the
Program itself is interactive but does not normally print such
an announcement, your work based on the Program is not
required to print an announcement.)
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These requirements apply to the modified work as a whole.

If identifiable sections of that work are not derived from the
Program, and can be reasonably considered independent and
separate works in themselves, then this License, and its terms,
do not apply to those sections when you distribute them as
separate works. But when you distribute the same sections

as part of a whole which is a work based on the Program, the
distribution of the whole must be on the terms of this License,
whose permissions for other licensees extend to the entire
whole, and thus to each and every part regardless of who
wrote it.

Thus, it is not the intent of this section to claim rights or contest
your rights to work written entirely by you; rather, the intent is
to exercise the right to control the distribution of derivative or
collective works based on the Program.

In addition, mere aggregation of another work not based on
the Program with the Program (or with a work based on the
Program) on a volume of a storage or distribution medium
does not bring the other work under the scope of this License.

. You may copy and distribute the Program (or a work based on
it, under Section 2) in object code or executable form under the
terms of Sections 1 and 2 above provided that you also do one
of the following:

a) Accompany it with the complete corresponding machine-
readable source code, which must be distributed under the
terms of Sections 1 and 2 above on a medium customarily used
for software interchange; or,

b) Accompany it with a written offer, valid for at least three
years, to give any third party, for a charge no more than your
cost of physically performing source distribution, a complete
machine-readable copy of the corresponding source code, to
be distributed under the terms of Sections 1 and 2 above on a
medium customarily used for software interchange; or,
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c) Accompany it with the information you received as to the offer

to distribute corresponding source code. (This alternative is
allowed only for noncommercial distribution and only if you
received the program in object code or executable form with
such an offer, in accord with Subsection b above.)

The source code for a work means the preferred form of

the work for making modifications to it. For an executable
work, complete source code means all the source code for all
modules it contains, plus any associated interface definition
files, plus the scripts used to control compilation and
installation of the executable. However, as a special exception,
the source code distributed need not include anything that
is normally distributed (in either source or binary form) with
the major components (compiler, kernel, and so on) of the
operating system on which the executable runs, unless that
component itself accompanies the executable.

If distribution of executable or object code is made by

offering access to copy from a designated place, then offering
equivalent access to copy the source code from the same place
counts as distribution of the source code, even though third
parties are not compelled to copy the source along with the
object code.

. You may not copy, modify, sublicense, or distribute the

Program except as expressly provided under this License. Any
attempt otherwise to copy, modify, sublicense or distribute
the Program is void, and will automatically terminate your
rights under this License. However, parties who have received
copies, or rights, from you under this License will not have
their licenses terminated so long as such parties remain in full
compliance.

. You are not required to accept this License, since you have

not signed it. However, nothing else grants you permission to
modify or distribute the Program or its derivative works. These
actions are prohibited by law if you do not accept this License.



Therefore, by modifying or distributing the Program (or any
work based on the Program), you indicate your acceptance

of this License to do so, and all its terms and conditions for
copying, distributing or modifying the Program or works based
onit.

. Each time you redistribute the Program (or any work based

on the Program), the recipient automatically receives a license
from the original licensor to copy, distribute or modify the
Program subject to these terms and conditions. You may not
impose any further restrictions on the recipients’ exercise of
the rights granted herein. You are not responsible for enforcing
compliance by third parties to this License.

. If, as a consequence of a court judgment or allegation of patent
infringement or for any other reason (not limited to patent
issues), conditions are imposed on you (whether by court order,
agreement or otherwise) that contradict the conditions of this
License, they do not excuse you from the conditions of this
License. If you cannot distribute so as to satisfy simultaneously
your obligations under this License and any other pertinent
obligations, then as a consequence you may not distribute

the Program at all. For example, if a patent license would not
permit royalty-free redistribution of the Program by all those
who receive copies directly or indirectly through you, then the
only way you could satisfy both it and this License would be to
refrain entirely from distribution of the Program.

If any portion of this section is held invalid or unenforceable
under any particular circumstance, the balance of the section
is intended to apply and the section as a whole is intended to
apply in other circumstances.

It is not the purpose of this section to induce you to infringe
any patents or other property right claims or to contest
validity of any such claims; this section has the sole purpose
of protecting the integrity of the free software distribution
system, which is implemented by public license practices.
Many people have made generous contributions to the wide
range of software distributed through that system in reliance

103



104

on consistent application of that system; it is up to the author/
donor to decide if he or she is willing to distribute software
through any other system and a licensee cannot impose that
choice.

This section is intended to make thoroughly clear what is
believed to be a consequence of the rest of this License.

. If the distribution and/or use of the Program is restricted in

certain countries either by patents or by copyrighted interfaces,
the original copyright holder who places the Program under
this License may add an explicit geographical distribution
limitation excluding those countries, so that distribution is
permitted only in or among countries not thus excluded. In
such case, this License incorporates the limitation as if written
in the body of this License.

. The Free Software Foundation may publish revised and/or new

versions of the General Public License from time to time. Such
new versions will be similar in spirit to the present version, but
may differ in detail to address new problems or concerns.

Each version is given a distinguishing version number. If the
Program specifies a version number of this License which
applies to it and “any later version’, you have the option of
following the terms and conditions either of that version or of
any later version published by the Free Software Foundation. If
the Program does not specify a version number of this License,
you may choose any version ever published by the Free
Software Foundation.

10. If you wish to incorporate parts of the Program into other free

programs whose distribution conditions are different, write to
the author to ask for permission.

For software which is copyrighted by the Free Software
Foundation, write to the Free Software Foundation; we
sometimes make exceptions for this. Our decision will be
guided by the two goals of preserving the free status of all
derivatives of our free software and of promoting the sharing
and reuse of software generally.



NO WARRANTY

11 BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE,
THERE IS NO WARRANTY FOR THE PROGRAM, TO THE EXTENT
PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE
STATED IN WRITING THE COPYRIGHT HOLDERS AND/OR OTHER
PARTIES PROVIDE THE PROGRAM “AS IS"WITHOUT WARRANTY
OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING,
BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.
THE ENTIRE RISK AS TO THE QUALITY AND PERFORMANCE OF
THE PROGRAM IS WITH YOU. SHOULD THE PROGRAM PROVE
DEFECTIVE, YOU ASSUME THE COST OF ALL NECESSARY
SERVICING, REPAIR OR CORRECTION.

12 IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR
AGREED TO IN WRITING WILL ANY COPYRIGHT HOLDER, OR
ANY OTHER PARTY WHO MAY MODIFY AND/OR REDISTRIBUTE
THE PROGRAM AS PERMITTED ABOVE, BE LIABLE TO YOU FOR
DAMAGES, INCLUDING ANY GENERAL, SPECIAL, INCIDENTAL
OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE
OR INABILITY TO USE THE PROGRAM (INCLUDING BUT NOT
LIMITED TO LOSS OF DATA OR DATA BEING RENDERED
INACCURATE OR LOSSES SUSTAINED BY YOU ORTHIRD PARTIES
OR A FAILURE OF THE PROGRAM TO OPERATE WITH ANY OTHER
PROGRAMS), EVEN IF SUCH HOLDER OR OTHER PARTY HAS
BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS
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Uwagi dotyczace bezpieczenstwa

Podczas korzystania z tego urzadzenia nalezy zawsze stosowac
sie do podstawowych zasad bezpieczenstwa, w tym m.in. do
ponizszych:

m OSTRZEZENIE!

Przewody zasilajgce nalezy podtgczac do gniazd elektrycznych
o0 odpowiednim uziemieniu. Urzadzenie nalezy podfaczy¢
wylacznie do znajdujacego sie w poblizu gniazda elektrycznego,
ktére jest fatwo dostepne.

Jesli uszkodzony zosatat zasilacz nie nalezy prébowaé naprawiac
go samemu. Nalezy skontaktowac sie z wykwalifikowanym
technikiem serwisu lub ze sprzedawca.

« NIE NALEZY przykrywa¢ szczelin wentylacyjnych komputera

desktop PC, aby zapobiec przegrzaniu systemu.

« NIE NALEZY montowa¢ tego urzadzenia na wysokosci wiekszej

niz 2 metry.

« Ten produkt nalezy uzywa¢ w miejscach o temperaturze

otoczenia w zakresie 0°C (32°F) do 40°C (104°F).

+ Przed rozpoczeciem korzystania z urzadzenia nalezy przeczytac

instrukcje obstugi i zapoznad sie z podanymi zakresami
temperatur.

« W przypadku korzystania z tego urzadzenia na lotniskach,

w szpitalach, na stacjach benzynowych czy w warsztatach
samochodowych nalezy zwrécic szczeg6lng uwage na kwestie
ochrony bezpieczenstwa osobistego.

« Zaktocenia dziatania urzadzen medycznych: Miedzy

wszczepionymi urzadzeniami medycznymi a produktami firmy
ASUS nalezy zachowac odlegto$¢ wynoszaca co najmniej 15
cm (6 cali) w celu ograniczenia ryzyka wystapienia zaktdcen w
pracy tych urzadzen.

« Z urzadzen firmy ASUS nalezy korzysta¢ w miejscach o dobrym

sygnale, aby zminimalizowa¢ poziom promieniowania.

+ Kobiety w ciazy nie powinny znajdowac sie blisko urzadzenia,

a takze nalezy zachowac¢ odpowiednig odlegtos¢ od dolnych
partii brzucha w przypadku nastolatkdw.

- NIE NALEZY korzystac z tego urzadzenia w przypadku

wystepowania widocznych defektéw lub jesli zostato ono
zamoczone, uszkodzone lub przerobione. W takiej sytuacji
urzadzenie nalezy odda¢ do serwisu.


http://m.in

& OSTRZEZENIE!

NIE NALEZY umieszcza¢ urzadzenia na nierdwnych lub
niestabilnych powierzchniach roboczych.

« NIE NALEZY umieszczac¢ ani upuszcza¢ przedmiotdw na to

urzadzenie. Urzadzenia nie nalezy wystawiaé na wstrzasy
mechaniczne, takie jak przygniecenia, wygiecia, naktuwanie lub
niszczenie.

« NIE NALEZY urzadzenia demontowa¢, otwiera¢, podgrzewac

w kuchence mikrofalowej, spala¢, malowac ani wpychac
jakichkolwiek przedmiotéw do jego wnetrza.

+ Nalezy sprawdzi¢ tabliczke znamionowa na spodzie produktu i

upewnic sie, ze zasilacz jest zgodny z podanymi wartosciami.

+ Urzadzenie powinno znajdowac sie z dala od ognia i zrédet

ciepfa.

NIE NALEZY umieszcza¢, upuszczaé lub wpychac zadnych
obcych obiektéw na produkt. NIE NALEZY korzystac z
urzadzenia podczas burz z wytadowaniami elektrycznymi.

Obwody wyjsciowe PoE tego urzadzenia nalezy taczyc¢
wylgcznie z sieciami PoE, nie kierujgc ich do instalagji
zewnetrznych.

Aby zapobiec porazeniu pradem elektrycznym, przed
przeniesieniem systemu nalezy odtaczy¢ kabel zasilajacy od
gniazdka elektrycznego.

« Nalezy korzysta¢ wylgcznie z akcesoriéw, ktore zostaty

zatwierdzone przez producenta urzadzenia do uzytku z

tym modelem. Uzywanie innego rodzaju akcesoriéw moze
spowodowac uniewaznienie gwarangji lub naruszenie lokalnych
przepisow prawnych, a takze moze stanowic¢ zagrozenie dla
bezpieczenstwa. Aby uzyskac informacje o zatwierdzonych
akcesoriach, nalezy skontaktowac sie z lokalnym sprzedawca.

« Korzystanie z tego urzadzenia w sposéb niezgodny z instrukcja

obstugi moze stwarzac ryzyko wystapienia pozaru lub obrazen
ciata.
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Obstuge i Pomoc

Odwiedz nasza wielojezyczng witryne internetowa pod adresem
https://www.asus.com/support.
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